


DoDAAD PRC AGENDA 
18 March 2010
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2750 Prosperity Avenue Suite 300 
Fairfax, VA 22031
703-245-7350 (Receptionist)
Meeting Call-in Number: 703-767-5141
As of: 17 March 2010, 1500

DEFENSE CONNECT ONLINE (DCO) 

Defense Connect Online (DCO) will be used to provide real-time viewing on your computer screen of the presentations for those participants who are dialing into the meeting.  Access to DCO is through your web browser, and no special software is required.  

When you first connect, you will want to select the “guest” login option.  The only information required is your name.  This meeting has been setup as a “private meeting”, so after you click on the link below you will be placed in a wait state until the presenter accepts your request. You will be granted the option of selecting “full screen” for viewing, which should be selected. If you have any problems, we can walk you through the process on the phone via the call in number 703-767-5141. The link is:  https://connect.dco.dod.mil/dodaadPRC


AGENDA ITEMS

1. Point of Contact (POC) Fields.
a. DoD 4000.25-M Volume 6, C2.5.2.2 indicates that the POC information is mandatory, but does not indicate what kind of POC should be identified (e.g., general DoDAAC info, billing, transportation, DoDAAC Monitor etc.), nor does it indicate what the DoDAAC monitor should do if this information is not available. There is considerable confusion regarding the need for and purpose of these fields. DAASC does not currently enforce an edit as a mandatory entry.
b. See POC spreadsheet. Many not assigned. Currently POC may be the person who has knowledge of the DoDAAC. 
c. Questions:
i. Should the current fields be retained?
ii. Is optional entry acceptable?  
iii. How should the POC field(s) be defined so users of the DoDAAD know what information contained is within?
iv. Are multiple POC fields needed, one for each TAC?  
v. How will CSPs obtain POC information and keep it current?
d. USTRANSCOM to brief additional information on this topic
i. Issues Brief
ii. CMOS DoDAAD

2. Enhance DAASC DoDAAD Web Update Application to Include Workflow
a. A single, update request application for users to request DoDAAC actions.
b. See presentation.
c. DoDAAD DoD Memo

3. Presentation of DAASC DoDAAD Web Update Application. Presentation/Demonstration. Larry Tanner, DLMSO.

4. Presentation of Air Force DoDAAD DoDAAD Web Update Application. Presentation/Demonstration of Air Force unique DoDAAD update application to include data validation and work flow management. Judy Oldham, USAF.

5. Presentation of Army DoDAAD Web Update Application. Presentation/Demonstration of Army unique DoDAAD update application to include data validation and work flow management. Jaimie Barbie, USA.
a. Update
b. LOGSA-Queries
c. Contractor Update

6. BBB/CCP Change Proposal (PDC 379). This change is to implement the use of the Break Bulk Point (BBP) and Container Consolidation Point (CCP) data fields in the DoDAAD for their intended purpose under DoDAAD reengineering, as separate, discrete data fields, rather than as a single, multi-use field. This will require phased implementation. Comments/concurrence due by March 26, 2010.

7. DoDAAC Edits Logistics Bills and Requisitions (ADC 354).
a. Information and procedures regarding Defense Automatic Addressing System Center (DAASC) DODAAC edits for logistics bills and requisitions, to include deleted DoDAACs.
b. Possible new authority code for non-interfund billing as a new PDC. 

8. Authority Codes.
a. The Authority Code was created to restrict use of the DoDAAC for various reasons, such as Ship-to Only, Free Issue or Administrative.  
i. Have Army and Air Force added the authority code field to their respective DoDAAD update applications? 
ii. Have the CSPs set the authority code correctly for all DoDAACs?
iii. See Authority Code spreadsheet. 
b. New authority codes can be added through the DLMS change process.

9. Multiple Contracts In the DoDAAD.
a. Issue. Reevaluate the ADC 323 approved change to the DoDAAD to add multiple contracts per DoDAAC, relative to value versus impact on all systems receiving replication of the DoDAAD database. There appears to be minimal value for this capability, but there would be negative impacts on all systems receiving data replication from DAASC. See attached.
b. Action. CSPs indicate if you allow multiple contracts per DoDAAC and if so, is the proposed change to add multiple contracts per DoDAAC desirable. Please have your Component systems personnel review impacts.  

10. Special Programs Such as 1122 Program. The 1122 program is an example of one special program making DOD/Federal Government supply system material available to State and Local Government entities. There currently is no DoDAAC series to accommodate the fact that these requisitioners are neither Federal nor DoD entities.  A PDC (attached) is in development to propose a new DoDAAC series of numeric alpha DoDAACs for these programs.

11. PDC 392 - City State Zip Validation). 
a. This change is to improve the validation of the CONUS city, state and zip code data by establishing procedures for DODAAC entries that do not match the United States Postal System (USPS) authoritative source.
b. DoDAAD Compared to USPS Database
c. Responses are due by 9 April 2010.

12. Changes to Air Channel. 
a. There are times when the Air Channel listing is changed.  DAASC receives an automated feed from AMC and automatically updates the drop-down listing on DoDAAD web update for the APOD to ensure that only valid/current APODs are selected.
b. Are Army and Air Force systems incorporating a similar edit in their update applications? 
c. CSPs should work with AMC to get on distribution for APOD change messages in order to run queries of their DoDAACs and update accordingly with the appropriate new port code related to the new channel.

13.  TAC 2 Addresses and Port Codes (Chip Dodge). Presentation on how bad port codes (APOD/WPOD) within the DoDAAD cause shipment problems. 

14. Remove Unused Fields.  
a. There are unused fields on the DoDAAD database, which can cause confusion.  Customers forget they are not populated and attempt to use these fields or question why they are not populated.  The proposed solution is to remove the fields below fields, if the PRC is in agreement.
i. Geographic Location Code – this field is a 2 character field that was added during the DoDAAD reengineering, but the field is not currently populated or used because the source of the data does not exist anymore.
ii. LATIT – this field is a 6 character field to hold Latitude, but it not used.
iii. LON – this field is a 6 character field to hold Longitude, but it not used.

15. International Postal Code Formats
a. Each country has unique requirements for how the city, zip and country should be formatted (see link): http://www.bitboost.com/ref/international-address-formats.html
b. Questions for CSPs:
i. Are there any know problem (i.e., frustrated freight) because these formats are not enforced?  
ii. How is the issue handled today?  
iii. Are overseas addresses always being entered as free form?
iv. Should we explore building a table of last line construction templates based on country code for the programmatic generation of the last address line from the three data fields? Note that this may not be possible.
v. Would there be value to including the international address formats link above to the DAASC web input application?

16. IPC (Zip code) Validation.
a. International Postal Codes are not validated.  
b. Is this a problem?
c. Should we explore researching the availability of automated sources for different countries, such as the USPS table? Note that this may not be possible.

17.  GSA – Enhancements coming online.  New data available to everyone.
a. The new GSA unique fields have been linked to the DoDAAD database.  The new fields and descriptions can be found in ADC 298.  These fields may only be updated by GSA, but are available for access by anyone through eDAASINQ.  Also, the GSA fields may be replicated to a Component’s database, if requested.  Currently, GSA data is only being replicated to GSA.
b. GSA DoDAAD File Layout
c. ADC 298 DoDAAD Enhancements

18. Enhanced DAAS Inquiry (eDAASINQ) Demonstration
a. EDAASINQ has been CAC/PKI enabled and requires a Systems Access Request. Components/Agencies hosting web DoDAAD inquiry sites should review Component requirements for web access to such data.
b. Presentation/Demonstration. Larry Tanner, DLMSO.

19. Tour of DLMSO Web Site. http://www.dla.mil/j-6/dlmso/
a. Presentation by Larry Tanner, DLMSO.

Break Timer.
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