MILSTRIP Procedures for Priority Designator Assignment:

AP2.14.4.2.  Validation of F/AD I Activities.  By direction of the OSD, the DAASC (DSDC-SSL) will validate F/AD I usage through the requisitioning process.  The DAASC will maintain an edit table consisting of activities authorized to use F/AD I.  To preserve accuracy and timely update, the JCS will forward to DAASC all OSD-approved assignments of F/AD I immediately upon approval.  Telephonic or electronic communication, to include on-line update, with the DAASC is authorized for time sensitive updates; however, formal documentation shall be forwarded to DAASC to support inclusion of all F/AD I authorized activities.  In order to maintain unclassified communication, JCS contact points are advised to identify authorized activities by DoDAAC only (no clear-text activity names) and make no reference to the associated F/AD.  DAASC will edit PD 01, 04, and 11 requisitions (DIs A0_, AM_, AT_,  A3_, A4_, and APR) to ensure that F/AD I requisitions identify an authorized activity in the document number (rp 30-43) or supplemental address field (rp 45-50).  DAASC will identify PD 01 requisitions failing this edit for suspected abuse and subsequent investigation without interruption of normal requisition processing.  DAASC will use table 2, below, to downgrade PD 04 and 11 requisitions failing this edit.  DAASC will report downgrading action back to the requisitioner in an AE9 transaction with BK status and will forward the modified requisition for processing.  By agreement, all suspected F/AD I abuses found in US Coast Guard requisitions (rp 30 equal to Z) identified under above validation process will be automatically downgraded.  In addition, DAASC will assess the validity of transactions which bypass the F/AD I validation process as a result of alternative requisition submission; such as, Defense Supply Export System (DESEX) input, using the requisition image transaction (DIs CHI, CHA, BE9, and B99).  Suspected abuses uncovered during the above edit process (to include those transactions downgraded by DAASC) will be output to the Unauthorized Priority Designator Assignment Report (appendix AP1.34).

AP2.14.4.3.  Security Assistance Requisitions.  All Security Assistance requisitions (identified by Service Code B, D, K, P, or T in rp 30/45) will be reviewed for appropriate PD assignment by the ILCO prior to release.  Specific procedures to accomplish this may be deferred until implementation of the DSAMS.  The Security Assistance requisitions will not be revalidated by DAASC against the established edit table.  However, any Security Assistance requisitions with PD 01, 04, or 11 will be downgraded in accordance with table 2.  DAASC will report downgrading action to the applicable ILCO in an AE9 transaction with BK status and the modified requisition will be forwarded for processing.  Suspected abuse will be output to the Unauthorized Priority Designator Report under the appropriate S/A heading with no activity name. 

	Table 2

	DAASC TABLE FOR AUTOMATIC DOWNGRADING OF REQUISITION PRIORITY DESIGNATOR
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� Effective November 3, 2003, DAASC implemented logic change to allow requisitions with DODAAC N00421 in rp 30-35, Document Number Serial Numbers FQ and GQ (in rp 40-41) and PDs 04 and 11 to pass through DAASC processing without being downgraded.  Requisitions with DODAAC N00421, document number serial numbers beginning with FQ and GQ for PDs 01, 04, and 11 will not be included in the monthly Priority Designator Reports.





