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Executive Summary
The migration to the new business information standard of the Defense Logistics Management System (DLMS) is an effort to implement modern, commercial transaction sets and eliminate the legacy MILS transactions.  The migration to DLMS is a long- term process that requires a measured, phased implementation.  Department of Defense Directive 8190.1, “DoD Logistics Use of Electronic Data Interchange EDI) Standards”, as supplemented by USD (AT&L) memorandum dated 22 December 2003 (Migration to the Defense Logistics Management Standards), provided policy and guidance to implement commercial EDI standards and eliminate.
The Business Transformation Agency (BTA) has endorsed and promoted the DLMS migration initiative and is encouraging the Components to accelerate DLMS conversion through the DLMS Migration “Jump Start” Program (hereby referred to as “Jump Start”).  The BTA provides incentives for high priority transformation initiatives including complete material visibility throughout the supply chain.  It also supports other important priorities and catalysts such as Item Unique Identifiers (IUID) and Radio Frequency Identification (RFID) transactions.  

The Jump Start program has produced a dramatic increase in DLMS usage.  In the past 2 years DLMS usage has more than doubled, shooting from 15.7% to 33%.  DLMS transactions now account for over 44 million transactions per month and that number continues to grow.  This metric demonstrates the growth in the new underlying information exchange infrastructure that enables the flexibility to support all ongoing and future business transformation improvements.
The processes described in this Program Management Plan (PMP) support the original DoD Directive, policy memorandum and DLMS migration plan by providing a roadmap to accelerate the implementation of commercial electronic data interchange (EDI) standards by the Components in support of DoD enterprise priorities.  This document also describes the support and resources that will be provided by the BTA and Defense Logistics Standard Management Office (DLMSO) to the Components for starting phased implementation efforts that complete the migration from the Defense Logistics Standard Systems (DLSS) to DLMS.  

The DLMS “Jump Start” Program is designed to incentivize DoD Components to migrate legacy systems from DLSS to DLMS.  Support to be provided includes “seed” funding for approved legacy Component conversions, technical and functional expertise, training, metrics, and facilitation and planning.  Supporting documents are provided in this PMP to guide Components through the implementation process.  It is expected that once DLMS migration efforts are jump started, the Components will continue the migration for high priority transactions and systems. In addition, this PMP provides guidance and assistance to Component modernization programs where they are implementing the DLMS as the DOD mandated information exchange infrastructure for new systems.
Support provided by BTA and DLMSO demonstrate the commitment of DoD to implement DLMS.  The Program also provides the Components with valuable experience in the process of implementing DLMS standards and transactions.  Finally, the plan supports key business processes that support the Warfighter mission.

The plan of action for this effort will migrate legacy systems from the MILS to the DLMS and implement the DLMS in new systems incrementally by grouping transactions into priorities.  The priorities are:

· Priority Group 1.  DLMS transactions essential to support DoD BTA IUID and RFID enterprise priorities;
· Priority Group 2.  DLMS transactions to support Standard Financial Information Structure (SFIS) information requirements; 
· Priority Group 3.  The remaining balance of the DLMS transactions.  
DLMS migration is a priority initiative contained in the Enterprise Transition Plan and provides a foundation piece for the challenging tasks ahead to achieve Business Transformation (BT).  Progress on this initiative is provided to Congress semiannually.
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DLMS Migration Acceleration Program Management Plan (PMP) TC  "DLMS Migration Acceleration Program Management Plan (PMP)" \l 1 
Introduction TC  Introduction \l 2 
This Program Management Plan (PMP) provides the details on the objectives, responsibilities, and strategies that will support and augment planned Component implementation and acceleration of DLMS.  It also provides detailed planning documents and examples to aid in the conversion process for legacy systems and for the implementation of the DLMS in new systems.

The Business Transformation Agency (BTA) will assist the Components to accelerate their DLMS migration for legacy systems.  This effort, herein referred to as the “Jump Start” Program is intended to alleviate some of the more difficult challenges to implementation through a series phased implementations.  BTA intends to provide “seed” funding for funding imminent legacy implementations planned by the Components.  This will enable the improvement of key business processes that support the Warfighter mission and associated factory to foxhole transactions. 

Background
Industry has been using the ASC X12 standards (EDI) for more than 20 years, and equivalent XML schemas have been around for 10 years.  DLMS EDI or XML replaces DoD proprietary standards with commercially compatible ASC X12 standards.  This will allow for the unification of the many diverse systems, organizations, procedures, and policies that comprise DoD logistics.  The resulting unified architecture of both current and future systems will allow the management and exchange of logistics data as a corporate asset to achieve DoD initiatives.

The Department of Defense mandated the elimination of the Defense Logistics Standard Systems (DLSS) Military Standard Systems (MILS) and the implementation of the Defense Logistics Management System (DLMS).  DLMS standards capitalize on the evolving commercial and industry standards that enable transformation of the logistics business enterprise.  

The key elements of the DoD Directive 8190.1 form the basis for the “Jump Start” Program.  The intent is to replace DoD-unique logistics data exchange standards that are obsolete and inflexible and implement the DLMS American National Standards Institute (ANSI) ASC X12 transactions or equivalent XML commercial standards that provide open and flexible data interchange capabilities. 
Program Benefits TC  “Program Benefits” \l 2 
The effective use of logistics data is critical to the success of business transformation, asset visibility, and other related initiatives.  The current DLSS (MILS) systems cannot provide the needed data, but DLMS ANSI ASC X12 transactions or equivalent XML schemas can support any expanded or new data requirements and related initiatives.  The adoption of DLMS standard transactions will provide improvements in the following areas:

· Additional data capabilities to support functional initiatives (over 100 enhancements requested by the Components and approved are pending DLMS conversion)
· Reliance on existing commercial standards used by industry leaders and partners

· Support for Component technology goals
Current DLSS (MILS) transactions do not support a number of data elements, most notably IUID, RFID, serial numbers, weapon system identification, etc.  DoD’s fixed-length standards are data saturated and no longer viable.  The new DLMS EDI and XML formats meet current data requirements and have the flexibility to meet future requirements.  
Successful Migrations TC  “Successful Migrations” \l 2 
The implementation of DLMS has been started and/or completed for several systems, with most focused on implementing DLMS transactions to further IUID and RFID.  DLA’s new Enterprise Business System (EBS) has been implemented using the DLMS information exchange infrastructure.  Two legacy systems have completely converted from MILS to DLMS: the Distribution Standard System (DSS) and the Air Force Integrated Logistics Systems-Supply (ILS-S).  But the transformation needs to accelerate from the current pace to take full advantage of the commercial standards and resulting capabilities as well as the near-term business transformation initiatives.  As the population of DLMS using systems increase among trading partners enhanced material visibility process improvements will become a reality across the enterprise.  
The Army Logistics Modernization Program (LMP) system has been working through a phased implementation plan to migrate all existing MILS transactions to DLMS.  In the past year they have also completed the migration to DLMS, and current have only one more phased release scheduled for August, 2008.  When the August release is deployed, LMP will be 100% DLMS compliant.
The Navy is in the process of completing two partial implementations of DLMS.  Space and Naval Ware System (SPAWAR) is implementing an enhanced version of Relational Supply (RSupply) to support RFID and IUID.  SUPSHIP Bath (Supervisor of Ship building and Conversion & Repair) in Bath, Maine is completing a conversion of the Jump Start Phase I transactions for Internal Maritime Organization Supply (IMOS). 

The USMC is implementing Jump Start phase I transactions in its MAISTR system.  MAISTR is a mainframe based system that provides transaction routing support for USMC supply systems.

There are benefits to be derived from the phase out of the older, limited set of standards throughout the logistics community.  The Defense Medical Logistics Standard Support (DMLSS) completed a program reengineering their system using ASC X12.  Their prime vendor program now supports just-in-time inventory management of medical items and has produced a number of advantages over the older system.  These include lower overall prices, an increase in available products from 15,000 to 180,000, serious improvements in “order to receipt” times going from 20 days to an average of one, and inventories decreasing from 380 days in stock to 10 days.  
Additionally, savings were achieved using the new standards to complete electronic invoicing and payment processing with cost savings estimated at between $6 million and $10 million, respectively. (Source: Adopting Commercial Electronic Interchange Standards for DoD Logistics, January, April, 2000 and as amended January, 2004). 
10 Steps to Success TC  “10 Steps to Success” \l 2 
There are 10 steps to migrate a system from DLSS (MILS) to a DLMS EDI or XML compliant system.  The following is a quick reference of the steps required, more details are provided at Appendix C (DLMS Implementation Plan) and Appendix H (Lessons Learned).
1) Assemble Team of functional and technical experts on the system to be migrated 

2) Initiate early contact with DAASC and other trading partners such as DFAS, MOCAS, WAWF.  The DAASC point of contact is Clarissa Elmore, commercial 937 656-3770, or    DSN 986-3770, email Clarissa.Elmore@dla.mil.

a. Develop a Performance Based Agreement (PBA) and Authority to Operated (ATO) with DAASC.  Submit your PBA, ATO, and System Access Request (SAR) ASAP.  The PBA, ATO, and SAR need to be approved and on file before DAASC can provide online testing support.  This process can months to complete, and the importance can not be overlooked.  Interactive testing with DAASC is dependent on having approved documents on file.  Please do not delay and submit your request early in your migration plan.  This task should be monitored by the program officer weekly until complete.  A PBA template and sample are provided at Appendix B1 and B2.  The instructions for obtaining a SAR are at https://www.daas.dla.mil/sar/sar_menu.asp.

b. Acquire DAASC MILS to DLMS X12 data maps for the transactions to be migrated.  These maps are invaluable for both legacy migration and new development.
c. Establish communications mechanisms with DAASC and determine what addressing will be used with DAAS.
3) Schedule DLMS training with DLMSO and acquire training.  Training courses can be requested by contacting DLMSO, Ellen Hilert, 703-767-0676, DSN 427-0676, Ellen.Hilert@dla.mil .

4) Select, acquire or develop an EDI or XML translator/parser
a) This software decodes the syntax associated with the inbound transactions, enabling the parsing of the individual data fields in the transaction and provides for the appropriate assemblage of data fields with correct syntax formatting for outbound transactions.  

b) There are a number of COTS products available that support this process.  

c) The Distribution Standard System (DSS) development team that successfully migrated DSS from the MILS to the DLMS determined that the appropriate course of action for them was to develop their own decoding/parsing and formatting code and integrate it with the DSS application itself.  
5) Develop phased migration plan/schedule: 

a) Phase I: Establish DLMS X12 EDI or XML baseline, determining the MILS transactions that enter and exit the system (implement the data content of the MILS using DLMS X12 EDI or XML).  Examine all transactions carefully for non-standard component unique data.  If a PDC is required to accommodate non-standard data, submit a PDC as soon as you have established your requirements.  Processing the PDC takes time, so the earlier it can be submitted the better.  PDC submission instructions can be found at http://www.dla.mil/j-6/dlmso/eLibrary/Changes/proposed.asp.

b) Phase II: Identify initial DLMS X12 EDI or XML enhanced data functionality to be implemented (minimum under “Jump Start” is RFID and IUID data content) 

c) Phase III: Determine, plan and schedule DLMS X12 EDI or XML enhanced data content for incorporation into system processing 

6) Pick a simple transaction to work first and do one at a time, reusing as much as possible for the next transaction. 
a. Note the MILS are composed of families of transactions, such as the DD_ series of MILS Document Identifier Code transactions that migrate to a DLMS DS 527D.  Once having developed the computer code to migrate a MILS DDM to a DS 527, much of the code will be reusable for the other MILS documents in the DD_ series. 
b. New development also will benefit from developing the first transaction completely before moving on.  Format and syntax are shared across the transactions.  Once one is develop, much of the code can be reused.
7) Use EDI or XML translation software and DAASC logical data maps to map/parse data for incoming/outgoing DLMS transactions. 

8) Establish table driven MILS or DLMS on/off switching mechanism to establish control, allow for phasing and fail safe fall back
a. A variation on this theme for new development is the use of transformation templates for checking in and checking out versions of the EDI transactions.  For example, moving from a 4010 version to the 4030.
9) Test, Test, Test

a. Establish “loopback” testing arrangement with DAASC, where legacy system sends DLMS X12 to DAASC and DAASC returns equivalent MILS and visa versa for validation/verification of correctness. 

b. Conduct unit code testing on each transaction (test all conditions)
c. Conduct system testing
d. Schedule and conduct integration testing with DAASC 

10) Schedule live cut over in increments, implementing few transactions at a time coordinating closely with DAASC 
Cost Estimates TC  “Cost Estimates” \l 2 
While the actual cost of converting to the DLMS standard will vary by system, some discussion about making preliminary estimates is provided here.  The initial costs per MILS transaction will be higher in the beginning as the process starts, but are expected to be lower as the experience learned from the initial transaction conversions are applied to later conversions. 

For planning purposes, it is estimated that it costs no more than $8,000 to $10,000 per MILS transaction that is converted from MILS to DLMS.  This figure was derived from past experience and a projected average cost for these requirements. 

Also, as the conversion process is repeated after the first conversions, there usually results in a lower cost per transaction, since it is possible to repeat some of the conversion processes rather than create all new ones.  In addition, the benefits of code reuse for similar, but slightly different transactions, and the lessons learned from earlier conversions, will also contribute to lower costs for later transaction conversions.  For example, while the DLMS DS 527 carries the data content of 52 different MILS document identifiers, the 52 are actually just 5 (DD_, DF_, DL_, DU_, and DW_) families of transactions whose data content is very similar (see Appendix D).
Using the figures above, the estimated cost for approximately 100 MILS transactions would be about $800,000 to $1,000,000.  While the exact cost per transaction may vary depending on local requirements, the current estimated cost range for each transaction ($8,000 to $10,000) is derived from previous conversion experiences, the addition of inflation calculations, and the number of system conversions that may be required. 
During the FY07 Jump Start migration the cost estimates approximated above continue to be supported.  The Air Force was allocated $469,983 for their phase I conversion of ILS-S.  After starting development, AF quickly came to the same conclusion DSS did years before, the development of the first transaction can be leveraged for all subsequent transactions.  AF quickly determined more transactions could be converted, and in the end AF convert 65 MILS transaction into 15 DLMS.  Calculating the cost, the AF averaged $7,250 per transaction.  This is very close to the cost per transaction derived from previous conversion experiences.  Because it is a sliding scale, the benefit increases (or decreases) in direct proportion to the number of transactions converted. 
DLSS (MILS) to DLMS Implementation TC  “DLSS (MILS) to DLMS Implementation” \l 1 
The BTA “Jump Start” Program is intended to provide a secondary alternative to the preferred full-scale, immediate implementation of all DLMS transaction capabilities. “Jump Start” supports an immediate DLMS conversion, but in small, more manageable segments instead of all transactions at the same time. 
“Jump Start” Program Objectives TC  "Program Background" \l 1 
The BTA “Jump Start” Program  was originally conceived to provide “seed” funding for DLMS transaction implementations planned by the Components for legacy systems.  Jump Start has expanded to include support and guidance for anyone who needs help migrating to DLMS.  DLMSO offers DLMS training, at no cost, to all systems who request it.  The key objectives of the “Jump Start” Program include:

· providing an incentive (legacy only) for near-term implementation of selected DLMS transactions that support the high priority BT initiatives, 

· promoting incremental transformation efforts supporting materiel visibility,

· supporting implementation efforts planned with phased implementations that provide near-term benefits such as enabling IUID, RFID, etc.,

· supporting the completion of selected DLMS transactions in legacy logistics systems, (for purposes of the Jump Start Program a legacy system is defined as a system that is operational and is dependent upon the MILS for information exchange interfaces)  
· updating of any legacy logistics system that will remain in operation for at least the next 5 years, support an Enterprise Resource Planning (ERP) implementation, or enable an end-to-end visibility thread.
Program Responsibilities TC  "Program Responsibilities" \l 1 
· DoD – The BTA, Under Secretary of Defense (Acquisition, Technology and Logistics) (USD (AT&L)) provides policy direction and oversight for the “Jump Start” Program.  In addition, BTA provides funds for the Component nominated systems for completing the process for near-term implementation of a select set of DLMS transactions.  
· DoD Components – The Components will nominate legacy systems that are the best candidates to be modified to accept, process, and generate DLMS transactions.  Components shall submit prioritized requirements based on the following OSD-approved  approach:
· Priority Group 1 Transactions.  A small group of DLMS transactions that are essential to support BTA enterprise priorities to implement RFID and IUID (see Appendix D, page 55);
· Priority Group 2 Transactions.  DLMS transactions to support SFIS requirements (see Appendix D, page 55); 
· Priority Group 3.  The remaining balance of DLMS transactions (see Appendix D, page 61).
· DLMSO – Executive Agent for the program administration requirements.  Provide support to BTA for program management requirements and approved Component planned implementations.  In addition, support the BTA Review Board, and obtain copies of status and information reports and Component implementation plans related to funded projects.  
· DAASC – Provide technical support for DLMS transaction processing and associated standards.  DAASC also provides testing services and a centralized capability for data quality and system performance and data gathering to support metrics and performance tracking.
Core Team  TC  " Core Team " \l 1 
The Core Team for Jump Start is currently comprised of the following members.  As the program grows and other systems are nominated and selected this table may change so it always reflects the key individuals required to accomplish the task.
	Agency/Component
	Members

	BTA
	Kris Haag, Keith Rineaman

	DLMSO
	DC Pipp, LtCol Pete Miyares, Ellen Hilert

	DAASC
	Clarissa Elmore

	Army
	Isaac Brown

	Navy
	Lourdes Borden

	Air Force
	Peter D. Talamonti

	Marine Corps
	Aspasia Papadopoulos

	WAWF
	Tony Davis

	DISA/GEX
	TBD

	IUID
	Bruce Propert

	RFID
	Kathy Smith (L&MAR/SCI)

	DLA
	Mike Kelley


Program Implementation Strategy  TC  "Program Implementation Strategy" \l 1 
BTA announced the provisions of the “Jump Start” Program and provided guidance for the Components to nominate legacy systems as candidates for Jump Start migration in July, 2006.  The first system selected for Jump Start assistance was the Army’s Logistic Modernization Program (LMP), soon after support and funding was provided to Navy (RSupply), USMC (MAISTR), and Air Force (ILS-S).
The cover letters provided for both the first and second selection cycle detailed criteria for submitting nominated MILS logistics systems for Jump Start consideration.  The criteria specified that the nominated system(s) must be scheduled to begin migration from the MILS to the DLMS for the Priority Group 1 transactions in the year the selection was made (e.g., 2008 systems were started in 2008), and the migration must be completed within 12 months.  
If the Components submit a conversion plan for a nominated system(s) that meets the program criteria, then the seed funds may be provided to the Component after review by BTA.  In addition to seed funds, the BTA and DLMSO will provide functional and technical assistance to implement the DLMSO migration.
Nomination and selection for 2007 has already been completed.  Services nominated 17 systems for FY07 Jump Start funding.  Selection criteria was developed and applied through the joint efforts of BTA and DLMSO, and 8 systems were selected for 2007 funding.  Award letters to the successful nominated systems were drafted and sent to the selected systems in December, 2006.    

Legacy systems will be selected using the following criteria:

· Transaction Volume:  The number of MILS transactions that will be converted, and the total volume of MILS transactions processed through DAASC.

· System Applicability:  The system will be retained for a minimum of 5 years, or the system enables/supports an ERP implementation.

· Process Enhancement:  Converting MILS transactions in the system will enable an end-to-end process and supports a materiel visibility thread (e.g., the legacy system interfaces with an upstream or downstream system that is already DLMS capable or DLMS compliant).

· Warfighter:  The DLMS conversion supports warfighter capabilities. 

The strategy of attacking the migration from MILS to DLMS by transaction Priority Group supports the DoD implementation priorities that support IUID, and RFID implementation across the logistics enterprise.  This approach also minimizes risk, provides an opportunity to apply lessons learned from migrating Priority Group 1 transactions, and provides more planning time to transform the legacy systems.  The DLMS transactions and MILS transactions with corresponding functionality and data content are identified by Priority Group in Appendix D.
Components are encouraged to convert all Priority Group 1 transactions for the Jump Start Program, but Components may elect to include additional transactions as long as the conversion is feasible and supportable within the constraints provided in this PMP.  Additionally, Components may elect to convert only a subset of Priority Group 1 transactions in the initial conversion depending on the cost, complexity, or other situational factors.  However, all Priority Group 1 transactions should be implemented to enable RFID and UID capabilities. 

The following chart shows the number of DLMS transactions that are expected to be converted for each Priority Group of Transactions.  As the experience factor is improved through the process of converting to the DLMS transactions, the number of transactions that are planned for conversion increases.


[image: image2]
Program Requirements TC  "Program Requirements" \l 1 
Upon notification of the Program specifics, the Components can submit their nominated system(s) to the BTA for funding and conversion.  The system conversion must start in the fiscal year the funds are allocated and completed within 1 year.  
The priority DLMS transactions (Priority Group 1, see page 55) shall be the first DLMS transactions to be migrated, other DLMS transactions can be included in the plan and schedule but the Priority Group 1 must be included.  The information required for the nominated system is described below, and the form for Jump Start Nomination is shown in Appendix A (see page 26).
Nomination Information  TC  "Nomination Information" \l 1 
· The name of the nominated system and associated Component
· The point of contact for the nominated system
· The start date for the implementation

· Specific Priority Group 1 transactions (ASC X12 and/or XML) identified for the initial implementation
· Priority Group 2 and 3 transactions identified for later implementations (optional)
· The approximate timeline expected for the implementation of Priority Group 1 DLMS transactions
· The estimated cost of each planned Priority Group included (Priority Group 1 is mandatory), and the estimated total cost of the implementation
Criteria for Nominated Projects TC  "Criteria for Nominated Projects" \l 1 
· Candidate system conversions must address the Priority Group 1 transactions at a minimum (see Appendix D for Priority Group 1 transactions).   
· Implementations of Priority Group 2 and 3 transactions will be considered for implementation, but only after Priority Group 1 candidates are funded and completed.

· Nominated systems must be a legacy system(s) that:

· Is scheduled to operate in their current form for at least the next 5 years.  (for purposes of the Jump Start Program a legacy system is defined as a system that is operational and is dependent upon the MILS for information exchange interfaces)  
· Supports or enables a COTS ERP implementation

· The project must be able to start immediately upon receipt of funds and complete work within 1 year.
While the funding for this effort is limited, the Jump Start Program will provide “seed” funds as available for migration efforts by transaction priority group.  The specific DLMS and MILS transactions in each Priority Group are identified in Appendix D (page 55).
Business Transformation Agency Review Process TC  "Business Transformation Agency Review Process" \l 1 
For each nomination received, the BTA will have 15 working days to review and select the nomination for compliance with the criteria outlined in the PMP.  If approved for funding, notification will be sent and a Military Interdepartmental Purchase Request (MIPR) will be issued to the Component to start development of the required plans.  The Component will than have 30 days to submit their implementation and testing plans after notification.

· Review of nominated projects 
Components will nominate at least one conversion project for funding.  Nominated projects will be reviewed for compliance with the criteria outlined earlier.
· Distribution of “seed” funding 
Funding will be allocated to start the migration from DLSS to DLMS.  Seed money is not intended to support the cost of the entire migration, but will be sufficient enough to start the process for the selected Components.  Once a project has been selected, a funding amount will be allocated to start the migration.
Funding of nominated projects will be allocated to coincide with system implementation plan schedules.  Additional funding will be provided according to demonstrated progress and need.
· Below are the anticipated milestones for Jump Start:  TC  "Jump Start Milestones" \l 2 
	Action
	Estimate Date

	· BTA Solicitation of 2009 System funding Nominations Announcement
	10 September 2008

	· Component Nomination due back to OSD (BTA)
	2 November 2008

	· BTA review and selection of Nominated systems
	31December 2008

	· BTA Transfer of funds to Selected System Program Offices
	3 March 2009


Status Reports TC  "Monthly Status Reports" \l 2 
· Monthly status reports for each project shall be submitted to BTA on the fifth day of each month, with an information copy to DLMSO. 

· After the nominated system is funded the first status report shall identify each transaction to be migrated and a schedule of tasks with milestones.  These milestones need to have estimated completion dates.  

· The status report should cover work completed during the prior month, and plans for the upcoming month.  Any issues, problems or events impacting the schedule should be noted in the status report.

· If the project is progressing on schedule, this can just be noted in the status report. 

· If the project is behind schedule, the status should be highlighted as an issue and a “Get Well” approach should be included to define what went wrong and how you plan to get back on schedule.

· Address any lessons learned to date.  What is working and what isn't...and why if known.  

· Conversion costs during the reporting period. 

· When required, progress meetings will be conducted at the discretion of BTA, or at request of the Component, to discuss the current status and direction of the project.  The purpose of these periodic meetings (or telephone conferences) is to address and resolve any issue(s) that may impact the schedule.  

· At the completion of the project, BTA will require a close-out status report: 
· Notification the project was completed and implemented. 

· Outline the lessons learned during project development and implementation.  

· Highlight what worked, and what didn’t work.  If something didn’t work, suggestions on what could have been done differently to ensure success in the future.

· Costs, comparing the estimated cost at the beginning of the project with the actual cost to complete the project.

Metrics  TC  "Metrics" \l 2 
Scorecards will be used to measure progress of the DLMS conversion both at the macro (DoD-wide) level, and the program level.  DAASC will collect supporting volume data and provide monthly reports to BTA/DLMSO.  The nominated system(s) will provide program migration status.

DLMSO collects the information provided by DAASC and consolidates it into two reports.  First, a percentage report is producing to track the progress made to date.  From the baseline of 15.68%, the DLMS usage shows a steady increase and the percentage processed is now almost twice as many DLMS transaction processed each month (30%).  As of March, 2008 approximately 40 million transactions a month are processed in the DLMS format.
Monthly reports are to track both percentage and actual transaction processed each month.

Sample Percentage report from March, 2008:
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Sample Transaction report from March, 2008:
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Jump Start Transaction Counts
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The information collected when the project began was based on one simple rule – the transaction must be a Supply MILS transaction with a DLMS equivalent.  This does not truly reflect the scope of DLMS usage today.  The scope was too narrow and did not account for transactions that only exist in DLMS and also did not reflect Transportation transactions.  In the summer of 2008, the metrics reporting will be changed to include the missing information.  During the conversion month two series of reports will be produced.  The first series will reflect the existing metrics gathering.  The second series will include the Supply DLMS that do not have a corresponding MILS and the transportation transactions.  This combined report will be used to establish a new baseline, and all subsequent reports will only be produced in the new format.
Funding Process  TC  "Funding Process" \l 1 
Funding will be provided after approval by the BTA.  Components should coordinate with their local funding manager for any requirements related to receipt and control of OSD funds.

The allocation of “Jump Start” funds to the Components is expected to be through a Military Interdepartmental Purchase Request (MIPR) from OSD.  

MIPR Submission TC  "MIPR Submission" \l 1 
Funds will be transferred from OSD to the Component through a MIPR.  The MIPR will require a description/introduction stating the requirement and purpose of the funding.  The description should cite the following “to assist in accelerating the implementation of DLMS transactions and resulting improvements in the DoD logistics data interoperability programs (BTA initiatives)”.  

The funding will be sent to the contracting facility (e.g., DSS-ACC), and will include a Point of Contact (POC) at the destination with a phone number and fax (e.g., Mary Jones, 555.XXX.XXXX, fax 555.XXX.XXXX).

PDC Submission TC  "PDC Submission" \l 1 
DLMSO has made every effort to ensure the DLMS transactions are complete and fulfill the needs of all the Components.  However, if a change is required the Proposed DLMS Change (PDC) process is available to request updates.

Below is a link to the DLMSO Process Change page.  This link will provide an explanation and the template required to submit a PDC.  Please note that the time to process a PDC is dependent on the complexity of the PDC and the degree of coordination that is required with other DOD Components.  Therefore, PDC should be provided to DLMSO as soon as possible.

http://www.dla.mil/j-6/dlmso/eLibrary/Changes/processchanges.asp.

Related Background Information TC  "Related Background Information" \l 1 
DoD Directive 8190.1 directs implementation of DLMS in conjunction with the Military Services and Defense Agencies.  The Directive requires that DoD adopt available commercial standards through an integrated approach for upgrading logistics business systems and capabilities. 

The 80-character MILS formats provided the backbone of cross-functional interoperability between organizations and systems for over 40 years.  However, the data limited MILS transmission capabilities are now impediments to DoD’s business transformation goals.  

Rigid fixed-length formats are functionally constraining and technologically obsolete, and unique to DoD.  DLMS implementation is an essential prerequisite to implementing the DoD BTA enterprise priorities such as IUID and RFID.  
IUID and RFID supports core logistics functions, helps transform DoD’s business operations, employs commercial standards, and provides the ability to track items throughout the life cycle and across the entire supply chain.  Failure to implement DLMS acts as an impediment to successful attainment of the DoD logistics and financial priorities.  The main objective for this effort is to provide near term limited implementation of the DoD priority transformation initiatives supporting common supplier engagement and material visibility. 

The IUID Role in the Business Enterprise Architecture

[image: image5.emf]
Continued use of the MILS formats also limits DoD’s ability to transform business operations to best practices, employ commercial standards, and track items throughout the life cycle and across the entire supply chain using the new capabilities such as IUID, and RFID.  With use of DLMS transaction standards it will be possible to make use of the increasingly timely and accurate data that will flow between and among comparable logistics systems.

A DoD RFID-Enabled Supply Chain.

[image: image6.emf]
The USD AT&L has mandated the total elimination of the DLSS (MILS) and a phased implementation of DLMS.  In addition, it was further directed that all information exchanges among the DoD logistics systems must use DLMS ANSI ASC X12 transactions or XML schemas for all business processes supported by DoD 4000.25-M series of manuals.  

The DLSS (MILS) data and transaction formats are in the program code and data structure of many DoD logistics computer systems.  The effort to change these legacy systems may seem daunting, but the alternative of keeping the status quo will continue to be more costly over time.  It will also become detrimental to interfacing with the newly accepted commercial standards of DoD suppliers and vendors.  The cost of keeping numerous systems that are non-standard and incompatible with evolving logistics capabilities outside of DoD will become prohibitive as the increased costs of legacy systems erode the investment potential for phasing in the new standards.
Implementation Assistance
The conversion to DLMS transactions will require planning and technical expertise.  Expert help will be available during the implementation of the DLMS transactions.  DAASC is the recognized expert when it comes to translating DLMS data.  DLMSO and DAASC will provide technical expertise on an “as needed” basis.  DLMSO will also provide DLMS training, at no cost, if requested.
Once the funding is approved, specific points of contact will be provided for the technical implementation.  A ‘hotline” capability will be established and published as well.  These experts will be available before, during and after the implementation.

In addition, certain technical information is already available on the Web.  See the following websites for specific readings and references for the DLMS conversion and associated transactions.

· DoD Implementation Plan contained in “Adopting Commercial Electronic Data Interchange Standards for DoD Logistics”, April 2000 (and amended January 2004).(http://www.dla.mil/j−6/dlmso/eLibrary/Documents/IPTPlanAmended01-04v4.doc)
· DLMS ASC X12 Transaction formats
(http://www.dla.mil/j-6/dlmso/elibrary/transformats/x12.asp)
· DLMS XML Schemas 
(http://www.dla.mil/j-6/dlmso/elibrary/transformats/xml.asp)

· Defense Logistics Standard Systems (DLSS)/Defense Logistics Management System (DLMS) Cross-Reference Tables

(http://www.dla.mil/j-6/dlmso/eApplications/LogDataAdmin/dlssdlmscrossreftable.asp)
· DLMS Supplements (http://www.dla.mil/j-6/dlmso)
Risk Assessment (Optional)  TC  "Risk Assessment" \l 1 
As with any system implementation such as the one envisioned in this plan, there are some risks involved.  Competing requirements for the same resources could delay or hinder some part of the planned implementation and/or testing.  In order to make a “Jump Start” implementation successful, it is suggested (but not required) that development of a risk assessment and supporting risk management plan should be part of the implementation planning process.  See page 71 for an example plan, if needed.
DLMS Master Test Plan TC  "DLMS Master Test Plan" \l 1 
After system(s) selection the BTA will require Components to provide a Test Plan identifying each selected system for the implementation of DLMS transactions.  The Test Plan will describe the overall approach to development, integration, qualification, and acceptance testing, and include test scripts.  Key elements must include descriptive explanations for testing software systems; test environment to be used for the testing; identify tests to be performed, and provide schedules for test activities.
The test scripts should describe the actual tests that are to be executed to validate compliance, and a column to indicate if the test passed or failed.  The format for the test scripts are flexible, but should contain the following key elements:

· Test ID – This is a unique identifier so each requirement can be tracked.  It is needed so multiple testing cycles can be compared.

· Module Name – This is the name of the sub-module being tested (e.g., for STRATIS the two modules most likely to be tested are SASSY and SABRES).

· Requirement – This is the reason for the test.  For example, if the IUID is required the requirement might be to validate the existence of the IUID.

· Test Scenario – The step or steps needed to test the requirement.  For example, if testing for a required IUID the scenario might be to generate a shipping request to validate the existence of the IUID.

· Expected Results – This is expected effect of the test when successful.  For example, if testing for a required IUID, the IUID should appear in the IUID field when a shipping request is generated.

· Pass/Fail Indicator – This field is a checkbox to indicate of the test passed or failed the test scenario.

The DLMS Master Test Plan developed for migration should be submitted to the BTA for review prior to testing.  After testing is complete, the results and findings need to be documented and sent to the BTA (along with copies of the completed test scripts) for post review validation.  

See Appendix E for a template DLMS Master Test Plan (page 62).

Components should only implement their solution after the BTA has provided confirmation of receipt of the test results.  All correspondence should be sent to the BTA (with a cc to DLMSO), and the addresses can be found in the Correspondence section (page 23).

Program Correspondence TC  "Program Correspondence" \l 1 
To promote timely and effective administration of “Jump Start”, correspondence and inquiries should be sent to the following addresses:
ATTN: Mr. Keith Rineaman – Jump Start
Business Transformation Agency (BTA)

1851 South Bell Street

Arlington, VA  22202-5291

------------------------------------------------------

Email: Keith.Rineaman@bta.mil
Telephone: 703-607-2577

Please cc DLMSO at:

ATTN: Mr. D.C. Pipp – Jump Start
Defense Logistics Agency, J-6
8725 John J Kingman Road, STOP 6236
Fort Belvoir, VA 22060-6221

------------------------------------------------------

Email: Donald.Pipp@dla.mil
Telephone: 703.767.0670; (DSN) 427

Policy Directives and Related Documentation TC  "Policy Directives and Related Documentation" \l 1 
· DoD Directive 8190.1, DoD Logistics Use of Electronic Data Interchange (EDI) Standards, as supplemented by USD (AT&L) memorandum, Migration to the Defense Logistics Management Standards (DLMS) and Elimination of the Military Standard Systems (MILS), December 22, 2003. (http://www.dtic.mil/whs/directives/corres/html/81901.htm)
· DoD 4140.1-R, May 23, 2003, DoD Supply Chain Materiel Management Regulation.  (http://www.dtic.mil/whs/directives/corres/html/41401.htm)
· DoD 4000.25-M, Defense Logistics Management System (vol. 2) (http://www.dla.mil/j-6/dlmso/eLibrary/Manuals/dlmso_pubs.asp)
· DoD Implementation Plan contained in “Adopting Commercial Electronic Data Interchange Standards for DoD Logistics”, April 2000 (and amended January 2004).(http://www.dla.mil/j−6/dlmso/eLibrary/Documents/IPTPlanAmended01-04v4.doc)
· DLMS ASC X12 Transaction formats
(http://www.dla.mil/j-6/dlmso/elibrary/transformats/x12.asp)
· DLMS XML Schemas 
(http://www.dla.mil/j-6/dlmso/elibrary/transformats/xml.asp)

· Defense Logistics Standard Systems (DLSS)/Defense Logistics Management System (DLMS) Cross-Reference Tables

(http://www.dla.mil/j-6/dlmso/eApplications/LogDataAdmin/dlssdlmscrossreftable.asp)
· DLMS Supplements (http://www.dla.mil/j-6/dlmso)
· EDI Overview (http://www.1edisource.com/information/beginner/)

PMP Appendices TC  "PMP Appendices" \l 1 
Appendix A – “Jump Start” Project Nomination
Appendix B1 -Performance Based Agreement (template)
Appendix B2 -Performance Based Agreement (sample)
Appendix B3 -Implementation Plan (sample)
Appendix C - DLMS Implementation (Technical Plan)
Appendix D - Table of Transactions and Priorities

Appendix E – Template for a Master Test Plan

Appendix F – Template Risk Management Plan

Appendix G - Examples of Required Reports

Appendix H – Lessons Learned
Appendix A – “Jump Start” Project Nomination
 TC  "Appendix A - Jump Start Project Nomination" \l 2 
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General Information:

	Service/Agency


	     

	Name and Acronym of System:
	     

	POC Name:
	     

	Address line 1:
	     

	Address line 2:
	     

	City:
	     
	State: 
	  
	Zip:  
	     

	E-Mail:
	     


System Information:

	System Description:

	
	     

	System Life Expectancy:

	
	[image: image8.wmf]Indefinite (no current plans to replace)



	
	[image: image9.wmf]Sunset Date (date on which the system will cease to be 

used (must be at least 5 years in the future to qualify)):


	Sunset Date: 
(if applicable)
	     

	System Migration Priority:

	
	[image: image10.wmf]High



 CONTROL Forms.OptionButton.1 \s [image: image11.wmf]Medium



 CONTROL Forms.OptionButton.1 \s [image: image12.wmf]Low



	DLMS Transactions that will be implemented:

	
	Please list:
	     

	Estimated Total Cost:

	
	Jump Start Funds (amount Requested):
	     


Appendix B1 - Template for Performance Based Agreement (PBA)  TC  "Appendix B1 - Template for Performance Based Agreement (PBA)" \l 2 
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Performance Based Agreement

Between

Defense Logistics Agency

Defense Automatic Addressing System Center (DAASC/J6D)

And

The Customer Interfacing System (XXXX)
1) OBJECTIVE AND SCOPE

The purpose of this agreement is to establish roles, working relationships, and responsibilities for DAASC and the Customer Interfacing System.

DAASC MISSION

The Defense Automatic Addressing System Center (DAASC) designs, develops, and implements logistics solutions that improve its worldwide customers’ requisition processing and logistics management processes. The primary mission of the DAASC is to receive, edit, validate, route, and deliver logistics transactions for the DoD Components and Participating Agencies; to provide value-added services for numerous logistics transactions, such as network and data interoperability, DoD-level logistics information services; and report generation. The DAASC serves as the DoD translator that allows the DoD Component supply systems to speak the same language by receiving data, often non-standard, editing and validating the transactions, and forwarding the transactions, in the correct format, to the proper destination.  DAASC maintains two sites that operate 24 hours a day, seven days a week, 365 days a year. Mission critical applications run in parallel at both sites.

CUSTOMER MISSION

2) CONTENT

Provide a description of the interface requirements for both DAASC and Customer.

3) ROLES AND RESPONSIBILITIES

a) Customer Responsibilities

(1) .

(2) .

b) DAASC Responsibilities

(1) .

(2) .

(3) Provide Help Desk support on normal Government business days from 0800 – 1700 hours (Eastern Standard Time).  For MILS related transaction problems, the Customer Help Desk number is DSN 986-3247, Commercial 937-656-3247, email:  daashelp@daas.dla.mil.  For all EDI X12 related transaction problems, the Customer Support Help Desk number is, DSN 986-3341, Commercial 937-656-3341, email:  edi@daas.dla.mil. (if applicable)

c) Security Requirements
      REFERENCES:
     (a) DoDD 8500.1, “Information Assurance”, October 24, 2002

     (b) DoDI 8500.2, “Information Assurance Implementation”, February 6, 2003

(c) DoDI 5200.40, (ren 8510.1), “DoD Information Technology Security         Certification and Accreditation Process (DITSCAP),” November 30, 1999.
     (d) Other references as appropriate. These may be organization or system
specific.
All information systems interfaced or networked under this PBA shall achieve Authority to Operate (ATO) or Interim Authority to Operate (IATO) accreditation before interconnection may occur.  The accreditation process will provide a statement as to the extent to which the information system met a set of specified requirements and the residual risk accepted by each systems Designated Approving Authority.
The following measures are to be implemented prior to and during the first 30 days of interconnection to ensure the security of the ISN:

● IDS (Intrusion Detection System)

● Firewalls


● ACL (Access Control List)

Users who have access to the information systems shall have a recognized security clearance that dominates the classification level of the information and need-to-know approval to access the information and/or resources.
The set of security requirements that must be designed and implemented into adjoining information systems includes at a minimum discretionary access control, mandatory access control, identification and authentication, security audit, system architecture assurance, system integrity assurance, data integrity, security testing assurance, design specification and verification, and documentation.  Detailed documentation can be included as an attachment to the PBA (if applicable).

The level of certification for accreditation shall be the Receiver DITSCAP Certification Level (CL) which is equal to or greater than the DAASC DITSCAP Certification Level.
Notification Requirements:

Configuration Control:  When system configuration changes impact the security requirements of either system, each organization must coordinate on the change.

Security Violations:  Each organization must inform the other when security violations occur that may affect the other’s system.

Accreditation Status:  Each organization must notify the other of any change of accreditation status or the requirement for reaccreditation, due to new threats, technology, or security violations.
Operational Requirements:
     The mode of operation of the interfacing information systems is {i.e. dedicated; customer will provide this information}. The sensitivity level or range of sensitivity level is Sensitive But Unclassified.
     The interface constraints associated with the particular interface device that is used for the connection will not be changed.

           Upon notification of a change in accreditation status, the signatories will have 30 days to review the change to determine the residual risk on maintaining the connection and if any additional security measures are required or if the system should be disconnected. Any changes shall be documented in each system’s SSAA.

Security Impact:

Each participating organization reserves the right to implement security changes/restrictions as deemed necessary dependant on the contingency or configuration in effect at any given time.  Each organization will strive to keep the impact to the interfacing systems at a minimum and will notify the interfacing system of security changes/restrictions as soon as possible. 

Only unclassified data will be transferred via the interface to the DAASC network/system.  The Customer PMO will guarantee that the appropriate safeguards are in place to assure that only authorized users can gain access to the DAASC information systems.
{The information that will be communicated between the information systems will include ______.  The information will be processed by DAASC in ______ formats. The flow of information exchange requirements between DAASC and Customer is depicted in the ANNEX A transaction flow/connection diagram (if applicable); this data is optional}. The DAASC system interface is potentially vulnerable to attack through computer entry points. The system’s capability to provide continued support is dependent upon the vulnerability of the non-developmental item (NDI) hardware, software, and established security procedures.  Certification and accreditation (C&A) of the DAASC network is current and updated as required.

Each system will employ security safeguards as specified within their respective C&A packages.

In the unlikely event of a security incident, a system monitoring event audit trail will be provided to both organizations upon request.

4) PERFORMANCE MEASURES

In accordance with this agreement, the DAASC ____________________________.  The DAASC system cited in this PBA will be available 98% of the time.

5) REVISIONS AND FLEXIBILITY

Changes to this agreement must be approved by both parties and this agreement will be reviewed for accuracy and correctness at least annually.

6) ACCOUNTABILITY AND OVERSIGHT

a)  Release procedure

Customer:  The Customer PM will notify the DAASC PM of any planned changes that could affect DAASC. 

DAASC:  The DAASC PM will notify the Customer PM of any planned changes that could affect their systems.

b)  Maintenance of Documentation (if applicable)

Each party will be responsible for maintaining their respective documents.

Modifications to this interface will be required if any of the following components supporting the interface are changed:

· Software

· Hardware

· Communications infrastructure

· Interface procedures

· Changes to the format/content of the data transferred

Because modifications to this interface may require extensive changes to the hardware and/or software of one or both systems, any modifications must be thoroughly analyzed, coordinated, and scheduled 60 days in advance.  All modifications to this interface shall be coordinated through, and approved by, each of the Program Management Offices (PMO).

7) CONTINGENCY AGREEMENT

In the event that mobility requirements are invoked, a national emergency is declared, or a disaster affecting either party occurs, this Agreement will remain in force within each party’s capabilities, and may be subject to review at that time.

8) EXECUTION OF AGREEMENT

This agreement establishes a long term relationship, which will become effective upon the signature of all parties.  Termination can be accomplished by written notification of intent and reason for termination directly to the other party 60 days in advance of the proposed termination date unless both parties agree to terminate sooner.  Changes to this agreement must be approved bilaterally by both signatories.  It is further intended that technical modifications or changing requirements can be suitably addressed by letters of request/approval, which will become an addendum to an existing appendix to the basic agreement.  Nothing in this agreement will require expansion of services to solely satisfy a requirement of the Receiver when such expansion is not considered economical or is beyond the capability of the Supplier.
9) POINTS OF CONTACT/AUTHORIZATION SIGNATURES:
	
	CUSTOMER
	DAASC

	Technical Point of Contact:

Work Phone:

Cell Phone:

Pager:

Off Duty Number:

E-Mail Address:

Fax Number:
	
	Henry Brady

(937) 656-3097

N/A

(937) 656-3333

Henry.Brady@dla.mil
(937) 656-3800


	SIPRNET/STU3
	
	

	Site Information Assurance Manager:

Work Phone:

Cell Phone:

Pager:

Off Duty Number:

E-Mail Address:

Fax Number:
	
	Renee Montgomery

(937) 656-3188

N/A

(937) 656-3333

Renee.Montgomery@dla.mil
(937) 656-3900

	Functional Data Owner:

Work Phone:

Cell Phone:

Pager:

Off Duty Number:

E-Mail Address:

Fax Number:
	
	N/A

	Outage Notification Point of Contact:

Work Phone:

Cell Phone:

Pager:

Off Duty Number:

E-Mail Address:

Fax Number:
	
	Henry Brady

(937) 656-3097

N/A

(937) 656-3333

Henry.Brady@dla.mil
(937) 656-3800




Signature

__________________________________Date:__________________

Mrs. Deborah L. Borovitcky

Director, 

Defense Automatic Addressing System Center (DAASC/J6D)

Signature

____________________________________Date:__________________

Customer Approving Authority

Title

Organization/Office

10) ANNEX A, CUSTOMER FLOW/CONNECTION DIAGRAM (if applicable):
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Performance Based Agreement

Between

Defense Logistics Agency

Defense Automatic Addressing System Center (DAASC/J6D)
And

Mickey Mouse Club (MMC)
4) OBJECTIVE AND SCOPE

The Performance Based Agreement (PBA) establishes a management agreement between the Defense Automatic Addressing System Center (DAASC), the Space and Mickey Mouse Club (MMC), Van Ness, CA regarding milestone approving authority, testing and implementation of DLMS EDI/XML transactions between DAASC and the MMC application. It establishes the roles, working relationships, and responsibilities for the activities identified herein. 

DAASC MISSION
The Defense Automatic Addressing System Center (DAASC) designs, develops, and implements logistics solutions that improve its worldwide customers’ requisition processing and logistics management processes. The primary mission of the DAASC is to receive, edit, validate, route, and deliver logistics transactions for the DoD Components and Participating Agencies; to provide value-added services for numerous logistics transactions, such as network and data interoperability, DoD-level logistics information services; and report generation. The DAASC serves as the DoD translator that allows the DoD Component supply systems to speak the same language by receiving data, often non-standard, editing and validating the transactions, and forwarding the transactions, in the correct format, to the proper destination.  DAASC maintains two sites that operate 24 hours a day, seven days a week, 365 days a year. Mission critical applications run in parallel at both sites.

In the continuing process to expand services for our customers, DAASC is operating a full-service EDI Telecommunications Hub and is maintaining and refining a Translation Engine for the any-to-any conversion of ANSI X12, MILS, and User-Defined Format (UDF) documents in any combination/direction.  With this capability, DAASC acts as an Electronic Business (EB) Gateway for the DoD and several Federal Civil Agencies, performing translation to/from formats specified by each of these customers.  Essentially, the DAASC is the facilitator that enables disparate systems to function homogenously.

CUSTOMER MISSION

MMC is a logistics command and control support information system for management of mouseketeers. MMC was established in 1955 by Walt Disney Productions and the American Broadcast Company (ABC).  MMC uses a suite of software applications and requisite Commercial Off The Shelf (COTS) hardware used to provide mouseketeer tracking maintenance management, inventory management, supply and financial business management, administration, and personnel management to MMC operational forces.

5) CONTENT

MMC is scheduled to deliver software capable of input and output with the EDI equivalent of transaction set 856S replacing its MILSTRIP counterpart by 31 March 08 and will require testing between MMC and DAASC.  This will ensure that, in preparation for moving to a production environment, that proper formats can be transmitted, received and read by both activities. The baseline for this development is 822-01.06.00, which contains an MOU with Pee Wee central that delivers and receives MILSTRIP transactions without user intervention.  
6) ROLES AND RESPONSIBILITIES 

a) Customer Responsibilities

(4) MMC Points of Contact for testing events are as follows:

· Functional Issues:  Jimmy Dodd
Telephone: (555) 555-1111/DSN 555
Jimmy.Dodd@mmc.mil
· Mapping/Translation Issues:  Annette Funicello
Telephone: (555) 555-2222/DSN 555
Annette.Funicello@mmc.mil
· Technical Issues:  Cubby O’Brien
Telephone: (555) 555-3333/DSN 555
Cubby.OBrien@mmc.mil
· Information Assurance issues: Darlene Gillespie
Telephone: (555) 555-4444/DSN 555
Darlene.Gillespie@mmc.mil
(5) MMC will develop software to send and receive XML files using the DLMS XML schema equivalent to transaction set 856S. The software will accept and process transactions with document identifiers AS_ and AU_ and will be capable of creating output files in the same format for document identifiers AS_and AU_.  

(3) Testing will be accomplished with DAASC prior to entering the Test Readiness Review (TRR) phase, tentatively schedule January 18, 2008.  Testing between DAASC and MMC will also be addressed during System Qualification (SQT) prior to final phase, which is Release Readiness Review (RRR). Successful completion of this phase ensures that the DLMS XML development is able to meet the quality gate for the final phase.

(4) Details affecting schedule and testing will be provided in accordance with a the Defense Logistics Management System (DLMS), Program Management Plan as outlined in the monthly Status Report, Telephone conferences and in the Master Test plan.

(5) MMC will receive and process standard DLMS reject transactions (997/824). 
b) DAASC Responsibilities

(1) DAASC will assist with mapping questions from MILS to DLMS XML as they are identified during SPAWAR development effort.

(2) DAASC will provide a POC for resolution of XML technical issues and during each testing event to communicate failures and success of data transmission.  

(6) DAASC Point of Contact for testing events are as follows:

· Functional Issues:  Joanne Norman

Telephone: (937) 656-3742/DSN 986
Joanne.norman@dla.mil
· Mapping/Translation Issues:  Doug Mummert or Bill Strickler

Telephone: (937) 432-8000

Doug.mummert.ctr@dla.mil
William.strickler.ctr@dla.mil
· Technical Issues:  Jordan Henderson

Telephone:  (937) 656-3804/DSN 986

Jordan.henderson@dla.mil
(7) Provide Help Desk support on normal Government business days from 0800 – 1700 hours (Eastern Standard Time).  For MILS and EDI related transaction problems, the Customer Help Desk number is DSN 986-3247, Commercial 937-656-3247, email:  J6D-daashelp@daas.dla.mil.  For all EDI X12 related transaction problems send email to:  J6D-edi@daas.dla.mil. 
(8) Standard EDI services include: 

Standard sorting, routing and delivery of X12 and/or XML envelope segments.

· Full transaction tracking information and support.

· Customized sorting, routing and delivery of transactions for specifically identified special programs or projects, by document/transaction type, trading partner, prime vendor or activity, if required.

· Delivery by TCP/IP (SFTP/SMTP), HTTPS, and VPN, as required.

· Auditing and archiving functions with data available on-line for 30 days and archived for two years.

· Recovery and retransmission of documents, as required.

· Establishment of connectivity for new trading partners, as required.

· DAASC Information Center and network management personnel available 24x7.

· Monitoring of in and outgoing EDI document/transaction status and customer error notification by dedicated staff.

· Automated problem/issue monitoring and notification by email for EDI systems and processes.

(6) Provide EDI Help Desk personnel to coordinate and facilitate the resolution of customer support issues related to the MMC and its users, trading partners and vendors.

(7) Ensure that a monitoring system is in place to quickly and effectively identify communications and internal routing problems.

(8) Provide transaction tracking assisting to the MCC PMO, its users, trading partners and/or vendors, as required.

(9) Respond to requests for assistance and begin problem resolution   within two hours.

(10) Notify the MMC POC with a minimum of 24-hour notice of scheduled down time of the DAASC GEX telecommunications hub.
(11) DAASC will generate and send DLMS reject transactions (997/824).
b) Security Requirements
      REFERENCES:
(1) DoDD 8500.1, “Information Assurance”, Oct. 24, 2002.

(2) DoDI 8500.2, “Information Assurance Implementation,”  Feb. 6, 2003.

(3) The Department of Defense Information Assurance Certification and Accreditation Process (DIACAP) released for immediate implementation across DoD on July 6, 2006. No number assigned as yet. 

(4) Information Required by Section 8121(b) of “DoD Appropriation Act,” Jul. 28, 2000

(5) Other references as appropriate. These may be organization or system specific.

All information systems interfaced or networked under this PBA shall achieve Authority to Operate (ATO) or Interim Authority to Operate (IATO) accreditation before interconnection may occur.  The accreditation process will provide a statement as to the extent to which the information system met a set of specified requirements and the residual risk accepted by each systems Designated Approving Authority.
The following measures are to be implemented prior to and during the first 30 days of interconnection to ensure the security of the ISN:

● IDS (Intrusion Detection System) 

● Firewalls
 
● ACL (Access Control List)
Users who have access to the information systems shall have a recognized security clearance that dominates the classification level of the information and need-to-know approval to access the information and/or resources.

The set of security requirements that must be designed and implemented into adjoining information systems includes at a minimum discretionary access control, identification and authentication, security audit, system architecture assurance, system integrity assurance, data integrity, security testing assurance, design specification and verification, and documentation.  Detailed documentation can be included as an attachment to the PBA if applicable.

Reference (4), was submitted to ensure compliance with the Clinger-Cohen Act of 1996 and addresses the following:

(a) Business process reengineering

(b) An analysis of alternatives

(c) An economic analysis that includes a calculation of the return on investment

(d) Performance measures

(e) An information assurance strategy consistent with the Departments Command, Control, Communications, Computers, Intelligence, Surveillance and Reconnaissance (C4ISR) Architecture Framework

The Mickey Mouse Club (MMC) has been assessed for compliance with each of the lettered areas and the result of the certification is reported in Reference (4). 

Notification Requirements:

Configuration Control:  When system configuration changes impact the security requirements of either system, each organization must coordinate on the change.

Security Violations:  Each organization must inform the other when security violations occur that may affect the other’s system.

Accreditation Status:  Each organization must notify the other of any change of accreditation status or the requirement for reaccreditation, due to new threats, technology, or security violations.
Operational Requirements:

     The mode of operation of the interfacing information systems is system high. The sensitivity level or range of sensitivity level is Sensitive.

     The interface constraints associated with the particular interface device that is used for the connection will not be changed.

           Upon notification of a change in accreditation status, the signatories will have 30 days to review the change to determine the residual risk on maintaining the connection and if any additional security measures are required or if the system should be disconnected. Any changes shall be documented in each system’s SSAA.

Security Impact:

Each participating organization reserves the right to implement security changes/restrictions as deemed necessary dependant on the contingency or configuration in effect at any given time.  Each organization will strive to keep the impact to the interfacing systems at a minimum and will notify the interfacing system of security changes/restrictions as soon as possible. 

Only unclassified data will be transferred via the interface to the DAASC network/system.  The Customer PMO will guarantee that the appropriate safeguards are in place to assure that only authorized users can gain access to the DAASC information systems.
The information that will be communicated between the information systems will include DLMS 856S transactions sets only.  The information will be processed by DAASC in XML. The DAASC system interface is potentially vulnerable to attack through computer entry points. The system’s capability to provide continued support is dependent upon the vulnerability of the non-developmental item (NDI) hardware, software, and established security procedures.  Certification and accreditation (C&A) of the DAASC network is current and updated as required.

Each system will employ security safeguards as specified within their respective C&A packages.

In the unlikely event of a security incident, a system monitoring event audit trail will be provided to both organizations upon request.

Defense Logistics Agency Defense Automatic Addressing System Center (DAASC/J6D) and Mickey Mouse Club (MMC) personnel agree to notify the respective POC of any security incidents, which affect the security posture of their application.  These incidents include but are not limited to:


*       Lapse of an IATO/ATO of an application 


*       New application baseline 


*       Re-Accreditation 


*       Virus Infection 


*       Discovery of a new or significant vulnerability 


*       INFOCON actions taken


It shall be the responsibility of both organizations to ensure that any solution affecting the transport of data files outside of MMC is compliant with the DoD applicable firewall policy and Untrusted Network Protect Policy.

4) PERFORMANCE MEASURES

In accordance with this agreement, the MMC default setting for AUTO-FITS polling is set to receive or transmit data every four hours beginning at 0200. If the current settings are not acceptable, the default settings can be changed to accommodate testing as required.
5) REVISIONS AND FLEXIBILITY

All parties must approve changes to this agreement and this agreement will be reviewed for accuracy and correctness at least annually.

6) ACCOUNTABILITY AND OVERSIGHT

a)  Release procedure

Customer:  The Customer Technical Point of Contact will notify the DAASC PM of any planned changes that could affect DAASC. 

DAASC:  The DAASC PM will notify the Customer Technical Point of Contact of any planned changes that could affect their systems.

b)  Maintenance of Documentation (if applicable)

Each party will be responsible for maintaining their respective documents.

Modifications to this interface will be required if any of the following components supporting the interface are changed:
· Software

· Hardware

· Communications infrastructure

· Interface procedures

· Changes to the format/content of the data transferred

Because modifications to this interface may require extensive changes to the hardware and/or software of one or both systems, any modifications must be thoroughly analyzed, coordinated, and scheduled 60 days in advance.  All modifications to this interface shall be coordinated through, and approved by, each of the Program Management Offices (PMO).

7) CONTINGENCY AGREEMENT

In the event that mobility requirements are invoked, a national emergency is declared, or a disaster affecting either party occurs, this Agreement will remain in force within each party’s capabilities, and may be subject to review at that time.

8) EXECUTION OF AGREEMENT

The provisions of this agreement will become effective upon the signature of all parties.  This PBA will be for the duration of the timeline associated with the development effort, to be completed by 31 March 08. Termination can be accomplished by written notification of intent and reason for termination directly to the other parties 60 days in advance of the proposed termination date unless all parties agree to terminate sooner.  All signatories must approve changes to this agreement bilaterally.  It is further intended that technical modifications or changing requirements can be suitably addressed by letters of request/approval, which will become an addendum to an existing appendix to the basic agreement.  Nothing in this agreement will require expansion of services to solely satisfy a requirement of the Receiver when such expansion is not considered economical or is beyond the capability of the Supplier.
9) POINTS OF CONTACT/AUTHORIZATION SIGNATURES:

	
	CUSTOMER
	DAASC

	Technical Point of Contact:

Work Phone:

Cell Phone:

Pager:

Off Duty Number:

E-Mail Address:

Fax Number:
	Cubby O’Brien 

(555) 555-3333

N/A

Cubby.OBrien@mmc.mil 

(555) 555-0001
	Henry Brady

(937) 656-3097

N/A

(937) 656-3333

Henry.Brady@dla.mil
(937) 656-3800



	Site Information Assurance Manager:

Work Phone:

Cell Phone:

Pager:

Off Duty Number:

E-Mail Address:

Fax Number:
	Darlene Gillespie 

(555) 555-4444

N/A

Darlene.Gillespie@mmc.mil
(555) 555-0001
	Renee Montgomery

(937) 656-3188

N/A

(937) 656-3333

Renee.Montgomery@dla.mil
(937) 656-3900

	Functional Data Owner/Program Manager:

Work Phone:

Cell Phone:

Pager:

Off Duty Number:

E-Mail Address:

Fax Number:
	Jimmy Dodd 

(555) 555-1111

N/A

Jimmy.Dodd@mmc.mil 

(555) 555-0001
	Clarissa Elmore
(937) 656-3770
Clarissa.Elmore@dla.mil


	Outage Notification Point of Contact:

Work Phone:

Cell Phone:

Pager:

Off Duty Number:

E-Mail Address:

Fax Number:
	Annette Funicello 

(555) 555-2222
N/A

Annette.Funicello@mmc.mil 

(555) 555-0001
	DAASC Help Desk

Phone(937) 656-3247
FAX:  (937) 656-3800

J6D-daashelp@dla.mil DAASC Help Desk

J6D-edi@dla.mil 

FAX: (937) 656-3800


Signature

__________________________________Date:__________________

Deborah L. Borovitcky

Director, 

Defense Automatic Addressing System Center (DAASC/J6D)

Signature

__________________________________Date:__________________

Jimmy Dodd

Head Mouseketeer, MMC

Commanding Mouse
Mickey Mouse Club, Van Mess, CA

10) ANNEX A, CUSTOMER FLOW/CONNECTION DIAGRAM:
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B.1.
INTRODUCTION

The purpose of the Implementation Plan is to… [Components will provide individual plans to facilitate the smooth implementation of DLMS ASC X12/XML.  These plans will focus on priority 1 transactions, legacy system modernization, and legacy business process improvement initiatives.  In addition, these plans will address key implementation issues and discuss how identified issues will be resolved.]  

B.2.
COMPONENT DLMS ASC X12/XML IMPLEMENTATION PLAN OUTLINE (minimum requirements)

B.2.1.
Introduction
[Provide a brief description of your current environment, and outline key information about your organization, POC, implementation initiatives and migration.  The points below are provided as a sample of how the specific objectives should be laid out.  Be sure the information that is bolded is addressed in your introduction.]
· [Identify the organization that will oversee this plan (point-of-contact, organization name and mailing address, phone and fax numbers, and email address)

· Identify Point of Contact at DAASC (J6D) (mailing address, phone and fax numbers, and email address)

· Identify and discuss current DLMS ASC X12/XML implementation initiatives (description of processes being improved, current status, anticipated or known benefits of initiative)

· Discuss how your migration to DLMS ASC X12/XML will be organized and managed]
B.2.2.
Component Implementation Strategy
[Provide information about the legacy systems that is being migrated and the steps that will be taken to implement the migration.]
· Legacy systems 
· [Identify systems that will be migrated employing DLMS ASC X12/XML for transaction exchange

· Date selected system is scheduled for replacement.  Selected system must remain in operation for at least the next 5 years.
· Map process of how DLMS will enter and exit your system.  Both inbound and outbound transactions are required.

· List transaction and sub system dependencies.  For systems that are dependent on other tasks for full implementation, these dependencies need to be addressed and the solution must include milestones for deployment.  ]
B.2.3.
Common Corporate Service Requirements

[Defines the environment that will be used for the programming, testing, and training required.  This section should contain a detail outline of the planned architecture and how the new software will interface with the existing to ensure a smooth transition.]
· Translation

· [Identify and discuss the translation software distribution scenario that the Component will employ during implementation of DLMS ASC X12/XML
· Identify and discuss translation management interfaces currently in place between the DAAS and the Component (identify organizations and points-of-contact)]
· Testing

· [Identify and discuss the Component management strategy for testing the software for modernizing internal legacy systems
· Identify how comparisons between MILS and DLMS are to be validated.

· Identify exclusions from this plan.  For example, if specific testing will not be included due to resource limitations, this information should be noted in the test plan.

· Based on system analysis, develop Component external future corporate testing requirements forecast

· Manage the test cycles.  Outline the management control process for a test cycle (include milestones for each cycle)]
· Training

· [This section is optional, depending on your transition.  If there are no changes to the existing procedures, this section may be skipped.  However, if new procedures are required this is what changes to current procedures are required, the risk involved in implementation, and a plan for how the training requirements will be fulfilled.]
B.2.4.
Cost – [Provide estimate and discuss Component costs that will be incurred as a result of implementing DLMS ASC X12/XML.  The cost should be itemized by transaction within priority.  This cost will be collected and the metrics used to baseline future implementations.]
B.2.5.
Implementation issues – [Identify key Component implementation issues and discuss how the identified issues will be resolved.]
B.2.6.
People and Roles – [Identify the staffing assumptions required for the implementation.  Include role required, minimum resources recommended, and the specific responsibilities that will be performed.]
B.2.7.
Milestones – [Identify the key schedule milestones.

· Requirements gathering 

· Functional requirements

· Design

· Development

· Unit testing

· Acceptance testing

· Implementation complete]
B.2.8.
Appendices

· [Component concept of operations – identify and discuss Component concept of operations and architecture – Identify the technical and functional approach to be taken
· Risk and risk mitigation – identify and discuss risk and risk mitigation factors relating to the Component successfully implementing DLMS ASC X12/XML (see Risk Assessment, page 21)
· Component implementation responsibilities, major actions, and milestones
· Document Terminology and Acronyms.  This appendix should provide the definitions of any terms, acronyms, and abbreviations required to properly interpret the Implementation Plan.
· References – provide a list of the documents referenced elsewhere within the Implementation Plan.  Identify each document by title, version, date, and if possible the URL where a copy can be retrieved or viewed.
· Approval and Signoff]
Others appendices included at the discretion of the Component.
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The following is an outline of the steps necessary to “Jump Start” a DLMS transaction implementation and conduct a move from MILS to the new DLMS standard.  This outline is not meant to be a detailed plan.  It is intended to be a guide of key items and steps to be considered to assist in conducting a successful migration.  
For a more detailed plan, please refer to DoD Implementation Plan for Adoption of Commercial Electronic Data Interchange Standards for DoD Logistics, April 2000 (amended January 2004).  (http://www.dla.mil/j-6/dlmso/eLibrary/Documents/IPTPlanAmended01-04v4.doc)
Steps for successful MILS to DLMS migration:
1) Develop the MILS to DLMS migration team (should be comprised of functional experts, related process managers, subject matter experts, programmers, etc.)
a) The right players are required to assure success.
b) All team members should have knowledge of or the following skills:
i) Detailed knowledge of X12, Federal IC, and DLMS.
ii) Detailed knowledge of the DoD Components systems to be converted.
iii) The processing flow of messages through each segment of the DLMS transactions.
c) Specific team members (minimum to perform day-to-day tasks):
i) Project Manager - Responsible for the cost, schedule, and technical performance of this contract.  The candidate must work well in a collaborative team environment and communicate effectively with all levels of the organization.  
ii) Data Analyst – Responsible for data mapping between MILS to DLMS, and database design changes required to support conversion to DLMS.
iii) Programmer/Analyst – Responsible for program design requirements, coding, unit testing and implementation.
iv) Quality Assurance Analyst – Responsible for integration testing, quality assurance testing, and coordinating User Acceptance Testing.
2) Need to obtain a Point of Contact (POC) at DAASC (J6D)
a) This POC will help with mapping questions from MILS to DLMS
b) POC will also coordinate testing of messages through DAAS
c) Initial contact point at DAASC is Clarissa Elmore, commercial 937-656-3770, DSN 986-3770, email Clarissa.Elmore@dla.mil. 
3) Schedule and acquire DLMS training for team members, if necessary.  Training courses can be requested by contacting DLMSO, Ellen Hilert, 703-767-0676, DSN 427-0676, Ellen.Hilert@dla.mil .

4) Select, acquire, or develop EDI or XML translation/parsing software.  

a) This software decodes the syntax associated with the inbound transactions, enabling the parsing of the individual data fields in the transaction and provides for the appropriate assemblage of data fields with correct syntax formatting for outbound transactions.  

b) There are a number of COTS products available that support this process.  

c) The Distribution Standard System (DSS) development team that successfully migrated DSS from the MILS to the DLMS determined that the appropriate course of action for them was to develop their own decoding/parsing and formatting code and integrate it with the DSS application itself.  
5) Develop phased migration Plan and Schedule

6) Pick a simple transaction to work first and do one at a time, reusing as much as possible for the next transaction.

7) Map process on how DLMS will enter and exit your system
a) Recommendation is to integrate the new DLMS processing into your existing programs so both MILS and DLMS logic can be run.  DLMS logic should be based on a table driven switch so processing can be controlled through the data and avoid the need to update and redistribute the software when there is a need to run MILS or DLMS processing.  This will allow for parallel testing and routine maintenance of existing legacy systems while the upgrade is taking place.  If the flag is true the program will use DLMS, and if it is false it will process using the existing MILS.  This will eliminate the need to re-migrate the program to control the processing and offer a higher degree of flexibility in the final implementation.
b) Another alternative is to develop a “Gateway Application” program for each DLMS transaction.  
c) Each method has pros and cons.  Choose the one that works best for your application and situation.
8) Identify all inbound and outbound MILS transactions to your system.  
a) Will need to identify an application POC for each MILS transaction.
b) The POC can be the same for all transactions, and one POC for all is preferred.  However, if this is not possible every attempt should be made to have as few POCs as possible.
9) Link to the DLMSO MILS to DLMS Cross Reference (http://www.dla.mil/j-6/dlmso/eApplications/LogDataAdmin/dlssdlmscrossreftable.asp
10) Get the DAAS MILS to DLMS conversion specifications.  The mappings are available from DAASC, and there are conversion guides posted on DLMSO website at http://www.dla.mil/j-6/dlmso/eApplications/LogDataAdmin/dlmsansiconverguides.asp
11) Develop a single database for passing data to all Functional Application areas and create an archive database.  This gives you the flexibility to reprocess “lost” transactions.

12) Testing procedures and programs will need to be developed (See page 21 for a more detailed description of testing procedures).  DLMS transactions should be compared to DAAS DLMS transaction formats.  

13) System integration testing

a) Test team should include members of DAASC and DLMSO

b) Some differences found during testing are expected.  For example, one of the goals is the inclusion of Item Unique Identifiers (IUID) information in your new DLMS transactions.  This information will not be in the DAAS DLMS version if the DAAS record was triggered by a MILS message, because this information must be supplied by the originating office.

14) Final Approval –> Go Live
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The Jump Start Program serves as a catalyst to implement the policy of DODD 8190.1, DOD 4140.1-R and the December 22, 2003, AT&L policy memorandum, subject:  “Migration to the Defense Logistics Management Standards (DLMS) and elimination of the Military Standard Systems (MILS).
 

Accordingly, the following rules establish the Jump Start baseline of transactions that are within the scope of the Jump Start program (this list could cover more transactions than would be applicable to any one system):

· Only processes and supporting transactions that DLMSO has responsibility for are included (true MILS and DLMS) – for example acquisition’s 850 and transportation documents are excluded, as are the MILS-like - but not maintained by DLMSO.
· There must be an existing MILS standard transaction and a DLMS X12 EDI to migrate to, therefore the following should be taken into account:

· MILS DODAAD data maintenance transactions are not included, as there is no DLMS.  The DODAAD Web Site is now used to update the DODAAD.
· Further, where there is a DLMS X12 EDI but no equivalent MILS, it is not included.  The afore mentioned condition occurs where there are new automated processes such as Supply Discrepancy Reports (SDR) and a MILS standard transaction and automated SDR process never existed.

 Priority Group 1
	DLMS (DS/TS)
	MILS Document Identifier Code (DIC)

	DS 527D – Due-In/Advance Receipt/Due Verification


	DDM/DDS/DDU/DDV/DDX/DDZ/DFA/DFB/

DFC/DFD/DFE/DFG/DFH/DFJ/DFK/DFL/DFM/

DFN/DFQ/DFR/DFT/DFU/DFV/DFX/DFZ/DLC/

DLD/DLE/DLF/DUM/DUS/DUU/DUV/DUZ/DWA/

DWB/DWC/DWD/DWE/DWG/DWH/DWJ/DWK/

DWL/DWM/DWN/DWQ/DWR/DWT/DWU/DWV/

DWZ

	DS 527R – Receipt


	D4M/D4S/D4U/D4V/D4X/D4Z/D6A/D6B/D6C/
D6D/D6E/D6G/D6H/D6J/D6K/D6L/D6M/D6N/D6Q/D6R/D6T/D6U/D6V/D6X/D6Z/DRA/DRB/DRF/
DXA/DXB/DXC/DXD/DZK

	DS 856 – Advance Shipment Notice
	PJJ/PJR/PK5/TK1/TK2/TK3/TK6/TK7/TK8

	DS 856S – Shipment Status


	AFT/AS1/AS2/AS3/AS4/AS5/AS6/AS8/ASH/ASY/

AU1/AU2/AU3/AU4/AU5/AU8

	DS 861 – Acceptance Report
	PKN/PKP


Priority Group 1 - Counts
	DLMS (DS/TS)
	MILS DIC COUNT
	MILS FAMILY COUNT

	DS 527D – Due-In/Advance Receipt/Due Verification
	52
	5

	DS 527R – Receipt
	33
	5

	DS 856 – Advance Shipment Notice
	9
	2

	DS 856S – Shipment Status
	16
	3

	DS 861 – Acceptance Report
	2
	1

	Totals DLMS – 5
	 112
	  16


Priority Group 2

	DLMS (DS/TS)
	MILS Document Identifier Code (DIC)

	DS 511R – Requisition
	A01/A02/A04/A05/A07/A0A/A0B/A0D/
A0E/A31/A32/A34/A35/A37/A3A/A3B/
A3D/A3E/A41/A44/A45/A47/A4A/A4B/
A4D/A4E/

	DS 511M – Requisition Modification
	AM1/AM2/AM4/AM5/AMA/AMB/AMD/AME/AMF/AMP/

	DS 810L – Logistics Bill
	FA1/FA2/FB1/FB2/FC1/FC2/FD1/FD2/
FE3/FE4/FF1/FF2/FG1/FG2/FJ1/FJ2/FL1/FL2/FN1/FN2/FP1/FP2/FQ1/FQ2/FR1/
FR2/FS1/FS2/FU1/FU2/FV1/FV2/FW1/
FW2/FX1/FX2/GA1/GA2/GB1/GB2/GC1/

GC2/GD1/GD2/GE3/GE4/GF1/GF2/GG!/GG2/GJ1/GJ2/GL1/GL2/GN1/GN2/GP1/
GP2/GQ1/GQ2/GR1/GR2/GS1/GS2/GU1/

GU2/GV1/GV2/GW1/GW2/GX1/GX2

	DS 812L – Adjustment Request Reply
	FAR/FAS/FDR/FDS/FJF/FJR/FJS/FTB/
QB1

	DS 812R – Adjustment Request
	FAC/FAE/FAF/FDC/FDE/FDF/FJC/FJE/
FJF/FTP/QB1

	DS 870M – Material Returns Supply Status
	FT6/FTD/FTL/FTQ/FTR/FTZ

	DS 870S – Supply Status
	AB1/AB2/AB3/AB8/AE1/AE2/AE3/AE4/AE5/AE6/AE8/AE9/AEA/AEB/AED/AEE

	DS 940R – Material Release
	A21/A22/A24/A35/A27/A2A/A2B/A2D/
A2E/A41/A44/A45/A47/A4A/A4B/A4D/
A4E/A51/A52/A54/A55/A57/A5A/A5B/

A5D/A5E/A5J/AC6/AC7/ACJ/AF6/AFJ/
AFX/AK6/AKJ/ARH/DZK

	DS 945A – Material Release Advice
	A61/A62/A64/A65/A67/A6A/A6B/A6D/
A6E/A6J/AE6/AEJ/AG6/AGJ/AR0/ARA/ARB/ARJ/ARK/ARL/ASZ/AU0/AU7/
AUA/AUB/DZK


Priority Group 2 - Counts
	DLMS (DS/TS)
	MILS DIC COUNT
	MILS FAMILY COUNT

	DS 511R – Requisition
	26
	3

	DS 511M – Requisition Modification
	10
	1

	DS 810L – Logistics Bill
	72
	35

	DS 812L – Adjustment Request Reply
	9
	5

	DS 812R – Adjustment Request
	11
	5

	DS 870M – Material Returns Supply Status
	6
	1

	DS 870S – Supply Status
	16
	2

	DS 940R – Material Release
	37
	8

	DS 945A – Material Release Advice
	26
	7

	Totals DLMS – 9
	 213
	  67


Priority Group 3
	DLMS (DS/TS)
	MILS Document Identifier Code (DIC)

	DS 140A – Small Arms Reporting
	DSC/DSD/DSF/DSM/DSR

	DS 180M – Material Returns Reporting
	FTA/FTC/FTE/FTF/FTG/FTT

	DS 517G – GFM Validation
	AX1/AX2

	DS 517M – Material Obligation Validation (MOV)
	AN1/AN2/AN3/AN4/AN5/AN9/ANZ/
AP1/AP2/AP3/AP4/AP5/AP8/AP9/

APR/APX/AQR/AQV/AV1/AV2/
AV3

	DS 536L – Logistics Reassignment (LR) Management Data
	DLS/DLT/DLU/DLV/DLW/DLX

	DS 567C – Contract Completion Status (DLMS Contract Completion Statement/Unclosed Contract Status/Contract Close-Out Extension)
	PK9/PKX/PKZ

	DS 824R – Reject Advice
	DZG

	DS 830R – Planning Schedule with Release Capability (Special Program Requirements
	DYA/DYB/DYC/DYD/DYG/DYH/
DYJ/DYL/DYM

	DS 830W – War Material Requirements
	DMA/DMB/DMC/DMD/DME

	DS 846D – LR Transfer and Decapitalization
	DEE/DEF/DLA/DLB

	DS 846F – Ammunition Freeze/Unfreeze 
	DA1/DA2

	DS 846I – Asset Status Inquiry/Report
	DZA/DZE/DZF

	DS 846L – Logistics Asset Support
	DTA/DTB/DTC/DTD

	DS 846P – Physical Inventory/Transaction History
	DJA/DZJ/DZM

	DS 846R – Location Reconciliation
	DZH/DZN/DZP

	DS 846S – LR Storage Transfer Order
	DZC/DZD

	DS 856N – Notice of Availability
	AD1/AD2/AD3/AD4/ADR

	DS 856R – Shipment Status Material Returns
	FTM

	DS 856S/C – Shipment Notice to CPP
	AS1/AS2/AS3/AS4/AS5/AS6/AS8/ASH/ASY/AU1/AU2/AU3/AU4/AU5/AU8

	DS 867D – Demand
	DHA

	DS 867I – Issue
	D7A/D7B/D7C/D7D/D7E/D7G/D7H/D7JD7K/D7L/D7M/D7N/D7P/D7Q/
D7R/D7Z/DZK

	DS 869A – Requisition Inquiry/Supply Assistance
	AF1/AF1/AF3/AF4/AF5/AFC/AFT/
AFY

	DS 869C – Cancellation
	AC1/AC2/AC3/AC4/AC5/ACM/ACP/
AK1/AK2/AK3/AK4/AK5/AK6/AKJ

	DS 869F – Requisition Follow-Up
	AFY/AT1/AT2/AT4/AT5/AT7/ATA/
ATB/ATD/ATE/ATP/ATQ/ATR/ATS

	DS 870L – Special Program Requirement (SPR) Status
	DYK/DZ9

	DS 870N – Notice of Availability Reply
	AD5

	DS 870R – Revised Delivery Forecast
	PJA/PJB/PJC

	DS 888A – Small Arms Data Change
	DSA/DSB

	DS 888I – Storage Item Correction

 (SPR)/Logistics Asset Support Estimate (LASE) Status
	DZB

	DS 947I – Inventory Adjustment
	D8A/D8B/D8C/D8D/D8E/D8F/D8J/
D8K/D8S/D8Z/D9A/D9B/D9C/D9D/D9E/D9F/D9G/D9H/D9J/D9K/D9S/
D9Z/DAC/DAD/DAS/DZK


 Priority Group 3 - Counts
	DLMS (DS/TS)
	MILS DIC COUNT
	MILS FAMILY COUNT

	DS 140A – Small Arms Reporting
	5
	1

	DS 180M – Material Returns Reporting
	6
	1

	DS 517G – GFM Validation
	2
	1

	DS 517M – Material Obligation Validation (MOV)
	21
	4

	DS 536L – Logistics Reassignment (LR) Management Data
	6
	1

	DS 567C – Contract Completion Status (DLMS Contract Completion Statement/Unclosed Contract Status/Contract Close-Out Extension)
	3
	1

	DS 824R – Reject Advice
	1
	1

	DS 830R – Planning Schedule with Release Capability (Special Program Requirements
	9
	1

	DS 830W – War Material Requirements
	5
	1

	DS 846D – LR Transfer and Decapitalization
	4
	2

	DS 846F – Ammunition Freeze/Unfreeze 
	2
	1

	DS 846I – Asset Status Inquiry/Report
	3
	1

	DS 846L – Logistics Asset Support
	4
	1

	DS 846P – Physical Inventory/Transaction History
	3
	2

	DS 846R – Location Reconciliation
	3
	1

	DS 846S – LR Storage Transfer Order
	2
	1

	DS 856N – Notice of Availability
	5
	1

	DS 856R – Shipment Status Material Returns
	1
	1

	DS 856S/C – Shipment Notice to CPP
	15
	2

	DS 867D – Demand
	1
	1

	DS 867I – Issue
	17
	2

	DS 869A – Requisition Inquiry/Supply Assistance
	8
	1

	DS 869C – Cancellation
	14
	2

	DS 869F – Requisition Follow-Up
	14
	2

	DS 870L – Special Program Requirement (SPR) Status
	2
	2

	DS 870N – Notice of Availability Reply
	1
	1

	DS 870R – Revised Delivery Forecast
	3
	1

	DS 888A – Small Arms Data Change
	2
	1

	DS 888I – Storage Item Correction

 (SPR)/Logistics Asset Support Estimate (LASE) Status
	1
	1

	DS 947I – Inventory Adjustment
	26
	4

	Totals DLMS – 30
	 189
	  43


Grand Totals (Priority Groups 1, 2, and 3)
	DLMS
	MILS DIC COUNT
	MILS FAMILY COUNT

	44
	528
	130


Appendix E – Template for a DLMS Master Test Plan TC  "Appendix E – Template Master Test Plan" \l 2 
The following pages show an example of a DLMS Master Test Plan template that can be used to create a DLMS Master Test Plan for this effort.  As part of the Jump Start Program, certain documents will be needed to support the use of Program funds.  This DLMS Master Test Plan is one type of document that may be required.

Not every section of the example template may be applicable to your particular project.  Any section that does not apply should be marked as N/A, but the section should not be removed.  

The first page of the template (shown on the following page) is the cover sheet for the document.  The Master Test Plan should also contain a table of contents, but it was removed from this example to save space.  The table of contents should appear after the “Revision History” page.
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DLMS “Jump Start” Program (Example)

1 Introduction

1.1 Purpose

The purpose of the DLMS Master Test Plan for the <complete lifecycle, specific-phase> of the SUBJECT  \* MERGEFORMAT  is to:

· Provide a central artifact to govern the planning and control of the test effort. It defines the general approach that will be employed to test the software and to evaluate the results of that testing, and is the top-level plan that will be used to govern and direct the detailed testing work.

· Provide visibility to stakeholders in the testing effort that adequate consideration has been given to various aspects of governing the testing effort, and where appropriate to have those stakeholders approve the plan.

This DLMS Master Test Plan also supports the following specific objectives:

•
[Identifies the items that should be targeted by the tests.

•
identifies the motivation for and ideas behind the test areas to be covered.

•
Outlines the testing approach that will be used.

•
identifies the required resources and provides an estimate of the test efforts.

•
list the deliverable elements of the test project.]

1.2 Scope

[Defines the types of testing(such as Functionality, Usability, Reliability, Performance, and Supportability(and if necessary the levels of testing(for example, Integration or System( that will be addressed by this DLMS Master Test Plan. Provide a general indication of significant elements that will be excluded from scope. 

1.3 Intended Audience

[Provide a brief description of the intended audience for the Master Test Plan.  

This section will normally be about three to five sentences in length.]

1.4 Document Terminology and Acronyms

[This subsection provides the definitions of any terms, acronyms, and abbreviations required to properly interpret the Master Test Plan.]

1.5 References

[This subsection provides a list of the documents referenced elsewhere within the Master Test Plan. Identify each document by title, version (or report number if applicable), date, and publishing organization or original author.]

1.6 Document Structure

[This subsection outlines what the rest of the Master Test Plan contains and gives an introduction to how the rest of the document is organized.]

2 Mission Overview
 [Provide an overview of the mission(s) that will govern the detailed testing within the iterations.]

2.1 Project Context and Background

[Provide a brief description of the background surrounding the project. Include information such as the key problem being solved, the major benefits of the solution, the planned architecture of the solution, and a brief history of the project. Use references as needed or if appropriate.]

2.2 Evaluation Missions Applicable to this Project/ Phase

[Provide a brief statement that defines the mission(s) for the test and evaluation effort over the scope of the plan. The governing mission statement(s) might incorporate one or more concerns including:

· find as many bugs as possible

· find important problems, assess perceived quality risks

· advise about perceived project risks

· certify to a standard

· verify a specification (requirements, design or claims)

· advise about product quality 

Each mission provides a different context to the test effort and changes the way in which testing should be approached.]

2.3 Sources of Test Motivators

[Provide an outline of the key sources from which the testing effort in this Project/ Phase will be motivated. Testing will be motivated by many things(quality risks, technical risks, project risks, use cases, functional requirements, non-functional requirements, design elements, suspected failures or faults, change requests, etc.]

3 Target Test Items

[Provide a high level list of the major target test items. This list should include both items produced directly by the project development team, and items that those products rely on; for example, basic processor hardware, peripheral devices, operating systems, third-party products or components, and so forth.]

4 Overview of Planned Tests

[This section provides a high-level description of the areas of testing that will be performed and any testing that will not be conducted.] 

4.1 Overview of Test Inclusions

[Provide a high-level overview of the major testing tasks planned for the project. Note what will be included in the plan.]
[Give a separate overview of areas that might be useful to investigate and evaluate.]

4.2 Overview of Test Exclusions

[Provide a high-level overview of the potential tests that might have been conducted but that have been explicitly excluded from this plan. If a type of test will not be implemented and executed, indicate this stating the justification, such as:

· “These tests do not help achieve the evaluation mission.” 

· “There are insufficient resources to conduct these tests.” 

· “These tests are unnecessary due to the testing conducted by xxxx.”

5 Test Approach

[The Test Approach presents an overview of the recommended strategy for analyzing, designing, implementing and executing the required tests. Sections 3, Target Test Items, and 4, Overview of Planned Tests, identified what items will be tested and what types of tests would be performed.  This section describes how the tests will be realized.

5.1 Measuring the Extent of Testing

[Describe what strategy you will use for measuring the progress of the testing effort.]

5.2 Identifying and Justifying Tests

[Describe how tests will be identified and considered for inclusion in the scope of the test effort covered by this strategy. Provide a listing of resources that will be used to stimulate the identification and selection of specific tests to be conducted, such as Requirement Documents, User documentation and/or Other Reference Sources.]

5.3 Executing Tests

[Explain how the testing will be executed, covering the selection of quality-risk areas or test types that will be addressed and the associated techniques that will be used.]
5.4 Project or Phase Master Test Plan

5.4.1 Master Test Plan Entry Criteria

[Specify the criteria that will be used to determine whether the execution of the Master Test Plan can begin.]

5.4.2 Master Test Plan Exit Criteria

 [Specify the criteria that will be used to determine whether the execution of the Master Test Plan is complete or that continued execution provides no benefit.]

5.4.3 Suspension and Resumption Criteria

[Specify the criteria that will be used to determine whether testing should be prematurely suspended or ended before the plan has been completely executed, and under what criteria testing can be resumed.] 

6 Deliverables

[In this section, list the various artifacts that will be created by the test effort that are useful deliverables to the various stakeholders of the test effort. Only list those that give direct, tangible benefit to a stakeholder and those by which the success of the test effort to be measured.]

6.1 Test Evaluation Summaries

[Provide a brief outline of both the form and content of the test evaluation summaries, and indicate how frequently they will be produced.]

6.2 Reporting on Test Coverage

[Provide a brief outline of the reports used to measure the extent of testing, and indicate how frequently they will be produced. Give an indication as to the method and tools used to record, measure, and report on the extent of testing.] 

6.3 Perceived Quality Reports

[Provide a brief outline of the form and content of the reports used to measure the perceived quality of the product, and indicate how frequently they will be produced.]

6.4 Incident Logs and Change Requests

[Provide a brief outline of both the method and tools used to record, track, and manage test incidents, associated change requests, and their status.]

6.5 Supporting Test Scripts

[Provide a brief outline of the supporting test scripts.]  

6.6 Additional Work Products

[In this section, identify the work products that are optional or those that should not be used to measure or assess the successful execution of the Master Test Plan.]

6.6.1 Detailed Test Results

[This denotes a listing of the results determined for each test case.]

6.6.2 Additional Automated Functional Test Scripts

[These will be either a collection of the source code files for automated test scripts, or the repository of both source code and compiled executables for test scripts maintained by the test automation product.]

6.6.3 Test Guidelines

[Test Guidelines cover a broad set of categories, including Test-Idea catalogs, Good Practice Guidance, Test patterns, Fault and Failure Models, Automation Design Standards, and so forth.]

6.6.4 Traceability Matrices

[Using a tool such as MS Excel, provide one or more matrices of traceability relationships between traced items.]

7 Testing Workflow

[Provide an outline of the workflow to be followed by the Test team in the development and execution of this Master Test Plan. It might be sufficient to simply include a diagram or image depicting your test workflow. Refer to other documents that may have more detail on the workflow.

8 Environmental Needs

[This section presents the non-human resources required for the Master Test Plan.

Note: This section may be delegated in whole or part to the Test Strategy artifact.]

8.1 Base System Hardware

The following table identifies the system resources presented in this Master Test Plan.
[The specific elements of the test system may not be fully understood in early iterations, so expect this section to be completed over time.]

[Note:  Add or delete items as appropriate.]

	System Resources

	Resource
	Quantity
	Name and Type

	
	
	

	
	
	

	
	
	


8.2 Base Software Elements in the Test Environment

The following base software elements are required in the test environment for this Master Test Plan.

[Note:  Add or delete items as appropriate.]

	Software Element Name
	Version
	Type and Other Notes

	
	
	

	
	
	

	
	
	


8.3 Productivity and Support Tools

The following tools will be employed to support the test process for this Master Test Plan.
[Note:  Add or delete items as appropriate.]

	Tool Category or Type
	Tool Brand Name
	Vendor or In-house
	Version

	
	
	
	

	
	
	
	

	
	
	
	


8.4 Test Environment Configurations

The following Test Environment Configurations are needed for this project.
	Configuration Name
	Description
	Implemented in Physical Configuration

	
	
	

	
	
	

	
	
	


9 Responsibilities, Staffing, and Training Needs

[This section presents the required resources to address the test effort outlined in the Master Test Plan—the main responsibilities, and the knowledge or skill sets required of those resources

9.1 People and Roles

Identify the staffing assumptions for the test effort.  Include the role required, minimum resources recommended, and specific responsibilities that will be performed.

[Note:  Add or delete items as appropriate.]

Example:

	Human Resources

	Role
	Minimum Resources Recommended

(Number of full-time roles allocated)
	Specific Responsibilities or Comments

	Test Manager
	
	Provides management oversight. 

Responsibilities include:

· planning and logistics

· mission agreements 

· identify motivators

· acquire appropriate resources

· present management reporting

· advocate the interests of test

· evaluate effectiveness of test effort

	Test Analyst


	
	Identifies and defines the specific tests to be conducted.

Responsibilities include:

· identify test ideas

· define test details

· determine test results

· evaluate product quality

	Test Designer


	
	Defines the technical approach to the implementation of the test effort.

Responsibilities include:

· define test approach

· define test automation architecture

· define testability elements

	Tester
	
	Implements and executes the tests.

Responsibilities include:

· implement tests and test suites

· execute test suites

· log results


9.2 Staffing and Training Needs

This section outlines the staffing and training needs of those performing the test roles.
10 Key Project/ Phase Milestones

[Identify the key schedule milestones that set the context for the Testing effort.]

	Milestone
	Planned      Start Date
	Actual         Start Date
	Planned        End Date
	Actual           End Date

	Project/ Phase starts
	
	
	
	

	Master Test Plan agreed
	
	
	
	

	Testing resources requisitioned
	
	
	
	

	Testing team training complete
	
	
	
	

	Phase 1 exit milestone
	
	
	
	

	Requirements baselined
	
	
	
	

	Architecture baselined
	
	
	
	

	User Interface baselined
	
	
	
	

	Phase 2 exit milestone
	
	
	
	

	Test Process Audit Conducted
	
	
	
	

	System Performance Test Starts
	
	
	
	

	Customer Acceptance Testing Starts
	
	
	
	

	Project Status Assessment review
	
	
	
	

	Project/ Phase ends
	
	
	
	


11 Master Plan Risks, Dependencies, Assumptions, and Constraints

[List any risks that may affect the successful execution of this Master Test Plan, and identify mitigation and contingency strategies for each risk. Also indicate a relative ranking for both the likelihood of occurrence and the impact if the risk is realized.] 

	Risk
	Mitigation Strategy
	Contingency (Risk is realized)

	
	
	

	
	
	

	
	
	


[List any dependencies identified during the development of this Master Test Plan that may affect its successful execution if those dependencies are not honored. Typically these dependencies relate to activities on the critical path that are prerequisites or post-requisites to one or more preceding (or subsequent) activities.] 

	Dependency Between
	Potential Impact of Dependency
	Owners

	
	
	

	
	
	

	
	
	


[List any assumptions made during the development of this Master Test Plan that may affect its successful execution if those assumptions are proven incorrect.] 

	Assumption to be proven
	Impact of Assumption Incorrect
	Owners

	
	
	

	
	
	

	
	
	


[List any constraints placed on the test effort that have had a negative effect on the way in which this Master Test Plan has been approached.]

	Constraint on
	Impact Constraint has on test effort
	Owners

	
	
	

	
	
	

	
	
	


12 Management Process and Procedures

[Outline what processes and procedures are to be used when issues arise with the Master Test Plan and its enactment.]

12.1 Measuring and Assessing the Extent of Testing

[Define any management and procedural aspects of the measurement and assessment strategy outlined in Section 5.1 Measuring the Extent of Testing.]

12.2 Assessing the Deliverables of this Master Test Plan

[Outline the assessment process for reviewing and accepting the deliverables of this Master Test Plan]

12.3 Problem Reporting, Escalation, and Issue Resolution

[Define how process problems will be reported and escalated, and the process to be followed to achieve resolution.]

12.4 Managing Test Cycles

[Outline the management control process for a test cycle.]

12.5 Traceability Strategies

[Consider appropriate traceability strategies for:

· Coverage of Testing against Specifications — enables measurement of the extent of testing

· Motivations for Testing — enables assessment of relevance of tests to help determine whether to maintain or retire tests

· Software Design Elements — enables tracking of subsequent design changes that would necessitate rerunning tests or retiring them

· Resulting Change Requests — enables the tests that discovered the need for the change to be identified and re-run to verify the change request has been completed successfully]

12.6 Approval and Signoff

[Outline the approval process and list the job titles (and names of current incumbents) that initially must approve the plan, and sign off on the plans after satisfactory execution.]
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DMLS “Jump Start” Program (Example) (Optional)
[Note: The Risk Management Plan is an optional submission.  The benefit is more for the Component, as there are always risks associated with a project this plan will help identify and migrate those risks. The purpose of risk management is to ensure levels of risk and uncertainty are properly managed so that the project is successfully completed. It enables those involved to identify possible risks, the manner in which they can be contained and the likely cost of countermeasures.]

1. Purpose

	
	

	
	This document describes how we will perform the job of managing risks for <project>.  It defines roles and responsibilities for participants in the risk processes, the risk management activities that will be carried out, the schedule and budget for risk management activities, and any tools and techniques that will be used. 

	
	


	


2. Roles and Responsibilities

	
	

	Project Manager
	The Project Manager will assign a Risk Officer to the project, and identify this individual on the project’s organization chart. The Project Manager and other members of the Project Management team <list names or roles> shall meet <state frequency; biweekly suggested> to review the status of all risk mitigation efforts, review the exposure assessments for any new risk items, and redefine the project's Top Ten Risk List.

	
	

	
	

	Risk Officer
	The Risk Officer has the following responsibilities and authority:

<describe what the risk officer will do; might include coordinating risk identification and analysis activities, maintaining the project’s risk list, notifying project management of new risk items, reporting risk resolution status to management; the Risk Officer should normally not be the Project Manager.>

	
	

	
	

	Project Member Assigned a Risk
	The Risk Officer will assign each newly identified risk to a project member, who will assess the exposure and probability for the risk factor and report the results of that analysis back to the Risk Officer. Assigned project members are also responsible for performing the steps of the mitigation plan and reporting progress to the Risk Officer biweekly.

	
	


	


3. Activities
	Risk Identification
	Task
	Participants

	
	<State the techniques that will be used to identify risk factors at the beginning of the project and on an on-going basis. This may involve a formal risk assessment workshop, a brainstorming session, interviews at the beginning of each life cycle phase, or use of an anonymous form available from the project’s web site for submitting risk factors. Describe any consolidated lists of risk items that will be used to identify candidate risks for this project.>
	<state who is involved in identifying project risks>


	Risk Analysis and Prioritization
	Task
	Participants

	
	The Risk Officer will assign each risk factor to an individual project member, who will estimate the probability the risk could become a problem (scale of low, medium, and high) and the impact if it does (either relative scale of 1-10, or units of dollars or schedule days, as indicated by the Risk Officer).
	[Assigned Project Member]

	
	The individual analyzed risk factors are collected, reviewed, and adjusted if necessary. The list of risk factors is sorted by descending risk exposure. [Based on probability and impact]
	[Risk Officer]

	
	[If the project planning activities will incorporate schedule or budget contingencies based on risk analysis, describe the process of estimating such contingencies and communicating the information to the Project Manager or building those contingencies into the project schedule here.]
	


	Risk Management Planning
	Task
	Participants

	
	The top ten risks, or those risk factors having an estimated exposure greater than <state exposure threshold> are assigned to individual project members for development and execution of a risk mitigation plan.  <Or, a group brainstorming session is used to define mitigation plans for individual risk items and to assign responsibility to individuals.>
	[Risk Officer]

	
	For each assigned risk factor, recommend actions that will reduce either the probability of the risk materializing into a problem, or the severity of the exposure if it does. Return the mitigation plan to the Risk Officer.
	[Assigned Project Member]

	
	The mitigation plans for assigned risk items are collated into a single list. The completed Top Ten Risk List is created and made publicly available on the project’s intranet web site.
	[Risk Officer]


	Risk Resolution
	Task
	Participants

	
	Each individual who is responsible for executing a risk mitigation plan carries out the mitigation activities.
	[Assigned Individual]


	Risk Monitoring
	Task
	Participants

	
	[Describe the methods and metrics for tracking the project’s risk status over time, and the way risk status will be reported to management.]
	[Risk Officer]

	
	The status and effectiveness of each mitigation action is reported to the Risk Officer every two weeks. 
	[Assigned Individual]

	
	The probability and impact for each risk item is reevaluated and modified if appropriate.
	[Risk Officer]

	
	If any new risk items have been identified, they are analyzed as were the items on the original risk list and added to the risk list.
	[Risk Officer]

	
	The Top Ten Risk List is regenerated based on the updated probability and impact for each remaining risk.
	[Risk Officer]

	
	Any risk factors for which mitigation actions are not being effectively carried out, or whose risk exposure is rising, may be escalated to an appropriate level of management for visibility and action.
	[Risk Officer]


	Lessons Learned
	Task
	Participants

	
	[If the project will be storing lessons learned about mitigation of specific risks in a database, describe that database and process here and indicate the timing of entering risk-related lessons into the database.]
	[Risk Officer]


	


4. Schedule for Risk Management Activities
	
	

	Risk Identification
	A risk workshop will be held on approximately <date>.

	
	

	
	

	Risk List
	The prioritized risk list will be completed and made available to the project team by approximately <date>.

	
	

	
	

	Risk Management Plan
	The risk management plan, with mitigation, avoidance, or prevention strategies for the top ten risk items, will be completed by approximately <date>.

	
	

	
	

	Risk Review
	The Risk Management Plan and initial Top Ten Risk List will be reviewed and approved by the Project Manager on approximately <date or interval>.

	
	

	
	

	Risk Tracking
	The status of risk management activities and mitigation success will be revisited as part of the gate exit criteria for each life cycle phase. The risk management plan will be updated at that time. <If the project is tracking cumulative risk exposure, that will be updated and reviewed during at this time, also.>

	
	


	


5. Risk Management Tools

	
	

	
	[Describe any tools that will be used to store risk information, evaluate risks, track status of risk items, or generate reports or charts depicting risk management activity and status. If specific questionnaires or databases will be used during risk identification, describe them here. If lessons learned about controlling the risk items will be stored in a database for reference by future projects, describe that database here.]

	
	


	


6. Risk Register
[The Risk Register records details of all the risks identified at the beginning and during the life of the project, their grading in terms of likelihood of occurring and seriousness of impact on the project, initial plans for mitigating each high level risk and subsequent results.]
	Risk Identification
	Description of Risk
	Likelihood
	Grading
	Responsible Person
	Mitigation

	[This is a counter or some form of  unique identification so each risk can be track separately]
	[A description of each risk and how it will affect the project]
	[An assessment of the likelihood it will occur and the possible seriousness/impact if it does occur (low, medium, high)]
	[a grading of each risk (value from 1 to 10)]
	[List of who is responsible for managing the risk]
	[An outline of proposed mitigation actions (preventative and contingency)]


[In larger projects, costings for each mitigation strategy should be listed and the list should be kept in a separate document.  This Register should be kept throughout the project, and will change regularly as existing risks are re-graded in the light of the effectiveness of the mitigation strategy and new risks are identified. In smaller projects the Risk Register is often used as the Risk Management Plan.]
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The purpose of the status report is to provide a vehicle for Components to escalate implementation issues for action and to update Component implementation plans.  Reports shall address deviations from or issues associated with their approved Component implementation plans.  
As a minimum, reports should summarize implementation progress by system and highlight issues that may affect implementation.  Components should update their implementation plans and provide copies to BTA as part of this status update.

On the following page is an example of a status report format to report updates and issues for action.

MONTHLY STATUS REPORT (Example)
PROJECT NAME: [project]



PERIOD ENDING: mm/dd/yyyy
POINT OF CONTACT: 
[POC]



COMPONENT: [Component]
AUTHOR: [last name, first name]
      SUMMARY OF MILESTONES ACCOMPLISHED:

[Highlights of this month’s tasks]
WORK DELAYED:  [Description of anything that may or will cause delays in meeting the scheduled deadline.]
MILESTONES FOR NEXT PERIOD:  [Events or notable actions scheduled to occur within the next two report periods.]
ISSUES (if any): 
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The lessons learned below are from the UID/DLMS Migration Workshop presented in Washington, DC on March 9-10, 2004.

· Create a table driven DLMS/MILS On/Off switch.

· The switch will allow the program to create both MILS and DLMS output without the need to re-migrate the program

· Detailed Requirements Analysis Upfront

· There will be problems and false starts.  The more upfront analysis, the less need to redo work later

· Know your source data

· Not every field is used on every transaction.  Know all the requirements for every migrated transaction so required information is not lost after implementation

· EDI vs. XML

· Both have advantages and disadvantages. 

· XML is new technology, internet based, and easy to implement

· EDI is time tested and has a commercial following

· XML is cheaper to implement and requires less of a learning curve

· EDI requires less bandwidth to send the same transaction

· XML is easy to read

· EDI requires less storage 

· Both are acceptable, so the business decision should be based on your individual migration needs

· DLMSO and DAASC are key players in any implementation

· Support and coordination are the key to success

· Trading Partner Coordination

· Coordination will help with a smooth implementation

The additional lessons learned were discovered during the LMP migration effort.

· Established program priorities and funding levels must be considered when setting migration expectations

· Establish partner relationships early – specifically asked for BTA and DLMSO assistance in helping establish strong, responsive partnerships

· Understand partner readiness to migrate

· Perform due diligence

· Test, test, test

· Underestimating the effort is easy to do

· Understand process flows and data exchanges can be time consuming – but proved to be a HUGE benefit – potential best practice
· Understand the “ripple” effect - There are many parts to the “Enterprise” – including GEX

· Re-engineering processes can be a significant effort

· Standards aren’t necessarily implemented consistently - Ensure that the current versions of the DLMS Implementation Conventions, WAWF Interface Control Documents and EDI Conventions are appropriate, available and the agreed to set of design documents

· Understand the roles and responsibilities of each organization including support/enabling systems/organizations (i.e. GEX, DAASC)

· Understand/Identify non-technical requirements (i.e. Grassley Amendment)

· Written requirements are necessary

· Normalize Expectations - Oversight organizations may have differing opinions on what constitutes objectives and/or success/progress

At the end of the FY07 migration, Air Force, Navy USMC provided the following lessons learned.  
1. LESSON: Start work on the Performance Based Agreement (PBA) and Authority to Operated (ATO) immediately.
The PBA and ATO must be approved prior to interactive transaction testing with DAASC.  During the FY07 Jump Start migration USMC and Navy spent months working on this process.  It seems like an easy task, but this turned out to be a major stumbling block.
IMPACT: The impact is not being able to test transaction when development is complete.  
2. LESSON: Do NOT try to migrate too many transactions at one time!

As other systems migrate to DLMS, they should initially focus on a small set of transactions to migrate. AF selected about one half of our transactions (80) and the management of these is very labor intensive!

IMPACT: This really impacted the amount of man-hours (time) required in all phases – requirements development, construction, testing. There will some (10 or less) transactions that may not make initial delivery due to running out of time to get the conversions 100% correct.

3. LESSON:  Do NOT rely solely upon documentation for data formats.

Validate the data in your MILS transactions. AF found that some of our documentation was not up to date; thus what they actually were sending in transactions different from what they thought they were sending. 

IMPACT: AF had some data that was incorrectly mapped on our original transformation templates. They corrected this once they reviewed the actual data. AF contacted DAASC and Mr. Strickler provided them with data samples. Large samples are best because they expose more transaction scenarios and allow for a fuller view of possible data combinations that your system produces. 
4. LESSON:  Build flexibility into your conversion software to allow for easy modifications to transaction conversions!

With ES-S AF used a Library of DLMS Transformation Templates (Inbound/Outbound). Admin User Interface screen allows the checking out and checking in of new templates as well as the configuration management of the templates.

IMPACT: During development, this actually extends AF test time by 2 months to allow for additional testing of conversion templates.  During production, they are able to react to any mapping changes quickly by updating DLMS transformation logic on a template and loading that into our library -- without having to release a new version of software. 

5. LESSON LEARNED: Use of DAAS/DSS inbound Transaction Migration Control Table to control which transactions are sent to which SBSS SRANs (AF Host Bases). 

IMPACT:  This allows system to select/control only those transaction types that the system wants to receive in DLMS.  Other transactions will still be sent in MILS. Additionally, you can limit where these DLMS transactions are sent to – this is especially helpful during our user acceptance testing; here you want to limit the number of total transactions, so you can better assess those transactions being transformed.

6. LESSON LEARNED: Use of an outbound control table similar to the inbound table described in #4.  
Control by TRIC and outbound destination those transactions to be transformed into DLMS formats.

IMPACT:  This allowed AF system to select/control only those transaction types that our system wanted to send out in DLMS.  Other transactions were still being sent in MILS. Additionally, AF was able to the DLMS transformation by destination RID. Again, this was especially helpful during our user acceptance testing.
7. LESSON LEARNED: White spaces in XML is not allowed  
Blank tags should not be generated, unless allowed by the DLMS.  If empty segments or fields are generated as “placeholders”, the transaction will be rejected by DAASC.

IMPACT:  The white space or blank fields will cause a DLMS 997 error to be generated by DAASC, and the transaction will not be processed.

8. LESSON LEARNED: Send correspondence to multiple recipients and follow-up.
During testing, do not assume everything is going well if you don’t hear back.  The person you may be trying to contact might not be available or did not receive the message.  Sending correspondence to multiple recipients and following up will assure testing proceeds smoothly.
IMPACT: Delays can occur because of absence, so notifying more that one person and following up when there is no response in a reasonable amount of time ensures meeting the scheduled timeline.
DLMS Transactions in Each Priority Group 
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Nomination for Jump Start


ATTN: Mr. Keith Rineaman – Jump Start�Business Transformation Agency (BTA)


1851 South Bell Street


Arlington, VA  22202-5291


------------------------------------------------------


or Email: � HYPERLINK "mailto:Keith.Rineaman@bta.mil" ��Keith.Rineaman@bta.mil�


and cc: �HYPERLINK "mailto:Donald.Pipp@dla.mil"��Donald.Pipp@dla.mil�








� This information is required for each nominated system
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